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can do a better job with our appropria-
tions bills than last year. But I repeat, 
we are not going to be held hostage by 
the unreasonableness of the White 
House. I hope we can work together 
and get some bills passed. The appro-
priators want to do that. We have now, 
with the ethics and lobbying bill 
passed, transparency in everything we 
do. 

I also express my appreciation to 
Senator WHITEHOUSE for being here to 
start work on the FISA bill. 

I have said this before and I say it 
now to my friend who is the manager 
for the FISA bill for the Republicans, 
how much we appreciate his devotion 
to the intelligence matters of this 
country. 

f 

RESERVATION OF LEADER TIME 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the 
leadership time is reserved. 

f 

FISA AMENDMENTS ACT OF 2007 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the 
Senate will resume consideration of S. 
2248, which the clerk will report. 

The legislative clerk read as follows: 
A bill (S. 2248) to amend the Foreign Intel-

ligence Surveillance Act of 1978, to mod-
ernize and streamline the provisions of that 
Act, and for other purposes. 

Pending: 
Rockefeller/Bond amendment No. 3911, in 

the nature of a substitute. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Missouri. 

Mr. BOND. Mr. President, I thank my 
colleagues for agreeing on a way for-
ward on this bill. This is a very impor-
tant bill, the Foreign Intelligence Sur-
veillance Act, the FISA Act, of 2008. It 
gives the intelligence community the 
tools it needs right now and over the 
next 6 years to protect the country. 

The Protect America Act we passed 
in Congress and the President signed 
last August allowed the intelligence 
community to close critical intel-
ligence gaps, but that legislation ex-
pires in less than 2 weeks. We cannot 
let those gaps reopen. We passed a 
short-term extension, and that exten-
sion will expire when we are preparing 
to go out on the President’s Day recess. 
We cannot leave our country blind and 
deaf to threats that terrorists might 
bring. 

We were delayed in December by fili-
buster, which is the right of all Sen-
ators to have extended discussions. 
And there are those who say we need 
more time to look at this measure be-
cause it is very important and it is 
very technical and it is controversial. 
But the Intelligence Committee spent 
over 9 months looking at FISA mod-
ernization. We held hearings, we re-
viewed the Terrorist Surveillance Pro-
gram, we looked at the implementa-
tion of the Protect America Act, and 
after that, we came up with a solid bi-

partisan bill. That is something in 
which Chairman ROCKEFELLER and I 
take a great deal of pride because we 
accommodated many changes and im-
provements and we did improve on the 
existing FISA structure, as well as add-
ing items the Protect America Act 
needed to have but did not have. 

The intelligence community is wait-
ing for us to act. We have a bill that is 
responsible and effective. It addresses 
the concerns about the Protect Amer-
ica Act, but most of all, it gives the in-
telligence operators the tools they 
need and ensures that our private part-
ners will continue to assist the Govern-
ment. 

As I said, this bill came out of the In-
telligence Committee on a 13-to-2 vote 
after months of studying the collection 
programs. Chairman ROCKEFELLER, 
whom I thank again, and I worked to-
gether to get an agreement that pro-
tects America’s constitutional rights 
and the privacy rights of American 
citizens. 

There was a lot of work with the in-
telligence community representatives 
and lawyers from the Department of 
Justice. The Intelligence Committee 
members and their staffs did an out-
standing job coming up with a solu-
tion. 

Two provisions added during the ini-
tial markup without input from the in-
telligence community needed to be 
changed. They are great objectives, but 
they had to be made workable. It was 
our pleasure to work with Chairman 
ROCKEFELLER, Senator WHITEHOUSE, 
and Senator WYDEN to come up with a 
solution to both these problems, and 
they are now in the substitute now 
pending. 

The Director of National Intel-
ligence, who is responsible for running 
our collection programs, said with 
these two problems fixed, he will sup-
port the bill. This is very important to 
the chairman and to me because we 
want to pass a bill that works and will 
become law. It would do no good to 
pass a bill that has people’s good ideas 
in it or pass a bill that is good for poli-
tics but doesn’t work for those who are 
charged with protecting us from the 
threats our country faces. So the sup-
port of this bill by the Director of Na-
tional Intelligence in particular is crit-
ical. With these fixes, we will have a 
bill the President will sign. 

The chairman and I have worked 
shoulder to shoulder on a bipartisan 
basis to pass this bill. We will have to 
take a very careful look at any amend-
ments that are proposed because we 
don’t want to jeopardize the ability of 
the intelligence community and their 
private partners to go forward. It is 
very technical. Each word matters. 
And we will do our best to point out 
whether amendments will work. There 
are several amendments pending that 
we think will improve the bill but will 
not bring a veto. 

With that, Mr. President, I thank all 
the Members who have worked with us 
in close collaboration to get time 

agreements, to get a list of acceptable 
amendments, and I am looking forward 
to moving ahead with this bill just as 
soon as we can. I thank my colleague 
from West Virginia and the other col-
leagues for working together on the In-
telligence Committee bill. 

I yield the floor. 
The ACTING PRESIDENT pro tem-

pore. The Senator from Rhode Island. 
Mr. WHITEHOUSE. Mr. President, 

first let me express my appreciation to 
the distinguished vice chairman of the 
Senate Intelligence Committee for his 
very energetic dedication to moving 
this bill forward. We have not agreed 
on everything, but nobody can chal-
lenge his dedication to moving a bill 
and to making progress on this issue. 

AMENDMENT NO. 3920 TO AMENDMENT NO. 3911 
Mr. President, per the pending agree-

ment, I call up amendment No. 3920, 
the Whitehouse amendment. 

The ACTING PRESIDENT pro tem-
pore. The clerk will report the amend-
ment. 

The legislative clerk read as follows: 
The Senator from Rhode Island [Mr. 

WHITEHOUSE], for himself, Mr. ROCKEFELLER, 
and Mr. LEAHY, proposes an amendment 
numbered 3920. 

Mr. WHITEHOUSE. Mr. President, I 
ask unanimous consent that the read-
ing of the amendment be dispensed 
with. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

The amendment is as follows: 
(Purpose: To provide procedures for 

compliance reviews) 
On page 19, between lines 20 and 21, insert 

the following: 
‘‘(7) COMPLIANCE REVIEWS.—During the pe-

riod that minimization procedures approved 
under paragraph (5)(A) are in effect, the 
Court may review and assess compliance 
with such procedures and shall have access 
to the assessments and reviews required by 
subsections (k)(1), (k)(2), and (k)(3) with re-
spect to compliance with such procedures. In 
conducting a review under this paragraph, 
the Court may, to the extent necessary, re-
quire the Government to provide additional 
information regarding the acquisition, reten-
tion, or dissemination of information con-
cerning United States persons during the 
course of an acquisition authorized under 
subsection (a). The Court may fashion rem-
edies it determines necessary to enforce 
compliance. 

Mr. WHITEHOUSE. Mr. President, in 
this debate about revising FISA and 
cleaning up the damage done by the 
President’s warrantless wiretapping 
program, the administration has 
talked at length about the importance 
of our foreign intelligence activities. It 
expends all its rhetorical energy on a 
topic where we all agree, but it has 
largely ignored the issue that has been 
central to our debate: On what terms 
will this administration spy on Ameri-
cans? 

I rise today in support of an amend-
ment offered by myself; by the distin-
guished chairman of the Senate Intel-
ligence Committee, Chairman ROCKE-
FELLER; the distinguished chairman of 
the Senate Judiciary Committee, Sen-
ator LEAHY; Senator SCHUMER of New 
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York; and Senator FEINGOLD of Wis-
consin, that addresses this issue: the 
privacy of Americans from Government 
surveillance. 

Our amendment reflects the conver-
gence of ideas Senator SCHUMER has 
been working on in the Judiciary Com-
mittee and I was working on in the In-
telligence Committee and, similarly, 
Senator FEINGOLD has played a critical 
role in advancing this issue in both 
committees. Both chairmen, Senator 
LEAHY and Senator ROCKEFELLER, have 
reviewed it and given it their blessing. 
It is carefully crafted to incorporate 
statutory language offered by the De-
partment of Justice as technical assist-
ance. 

On this amendment, we have done 
our homework. What is this amend-
ment about? As a former U.S. attorney 
and Rhode Island attorney general, I 
oversaw wiretaps and other surveil-
lance procedures, and I learned that 
with any electronic surveillance, 
whether it is a domestic law enforce-
ment investigation or intelligence 
gathering on international terrorism, 
information about Americans is inter-
cepted incidentally—in other words, 
when they are not being targeted by 
our intelligence or law enforcement 
agencies but overheard because they 
are talking to or talking with or even 
being discussed by someone who is 
under surveillance. So minimization is 
the term of art. Minimization is the 
process for protecting the privacy of 
Americans who are caught up in sur-
veillance without being the target of 
the surveillance. 

The issue here is privacy rights of 
Americans, and in domestic law en-
forcement there are clear, established 
procedures for minimizing the collec-
tion or retention of this information to 
ensure that the privacy of innocent 
Americans is protected. In this pursuit, 
the prospect of judicial review—the 
prospect of judicial review—is an im-
portant part of our protection. 

Under the Senate Intelligence bill be-
fore us, the court has the authority to 
approve minimization procedures. It 
has the authority to approve the proce-
dures, but it is then told that it can’t 
look fully into whether the procedures 
are being followed. Thus, there is no 
guarantee the procedures are actually 
being adhered to by the executive 
branch on the part of the overseeing 
court. 

I have introduced this amendment to 
give the FISA Court the same discre-
tionary authority to follow up on the 
implementation of all these minimiza-
tion procedures that it has in every 
other context and that is common to 
all courts throughout the American 
system of justice. Chairman ROCKE-
FELLER and Vice Chairman BOND have 
already agreed and put into the bill we 
will vote on that this authority al-
ready lies with the court where the tar-
get is an American, and I wish to 
thank Vice Chairman BOND in par-
ticular for working with me in bipar-
tisan fashion on that point. 

If the target of surveillance is an 
American inside the United States or if 
the target of the surveillance is an 
American overseas, then the court has 
the authority to review compliance 
through the minimization procedures. 
But as will often be the case, the target 
will be a person outside the United 
States, a person who is not in America, 
and then an American could just as 
easily be incidentally intercepted in 
these conversations, and they should 
still have rights, and they should still 
have protections. 

Because minimization serves to pro-
tect the incidentally intercepted per-
son, this protection should apply when 
the incidentally intercepted person is 
an American, and the court’s authority 
to make sure the rules are being fol-
lowed should apply there as well. It 
makes no sense to strip a court of its 
natural authority based on the identity 
of the target when the protection runs 
to the American who is not the target 
but who has been incidentally inter-
cepted. 

It, frankly, makes no sense as a gen-
eral proposition to limit the court’s au-
thority to see whether rules it has ap-
proved are being followed. I found no 
place else in the law, no place at all 
where the authority of a court to ap-
prove an order, a rule, or a procedure is 
not accompanied by the concomitant 
authority to see if there is compliance. 
It is basic. Indeed, it may very well be, 
if there is litigation on this matter, a 
court will find that it is so basic to ju-
dicial authority that they will imply 
it. But we should put it in the bill and 
get it right; otherwise, we are creating 
in this bill a bizarre and unique quirk 
in American law, and there is no sen-
sible justification offered for it. 

To be clear, this amendment creates 
no mandates, no cumbersome proce-
dures. Indeed, it may never be used at 
all. In my experience, as I said, the 
mere prospect—the mere prospect—of a 
judicial inquiry into compliance has a 
salutary effect—a healthy attention- 
getting, awakening, compliance-en-
hancing effect—on those who are 
charged with complying with the law. 
The opposite, I am afraid, is true as 
well. When executive officials are as-
sured, as this law would do without 
this amendment, that the court that 
approves the minimization procedures 
is forbidden to police the compliance of 
those procedures, one can reasonably 
expect looser compliance in this en-
forcement holiday. 

I know the Bush administration fears 
and despises judicial oversight, prob-
ably with very good reason, but that is 
no reason that we as a Senate should 
follow them down this wayward path. 
Both here, where the FISA bill creates 
an unheard of limitation on judicial 
power to examine compliance with its 
own approved rules, and in the immu-
nity debate, where we are being led as 
a legislature into ongoing legislation 
to choose winners and losers, we em-
bark into dangerous territory, outside 
the well-established traditions of the 

separated powers of our American sys-
tem of government. 

Particularly to my colleagues who 
are members of the Federalist Society, 
an organization with a declared inter-
est in separation of powers, I hope you 
will take this occasion to defend those 
principles. 

To quote the distinguished Justice 
Scalia from a Supreme Court opinion 
regarding a sense of sharp necessity 
about this separation of the legislative 
from the judicial power at the founding 
of our Government: 

This sense of a sharp necessity . . . tri-
umphed among the Framers of the new Fed-
eral Constitution. 

And it did so, again quoting the deci-
sion: 
. . . prompted by the crescendo of legislative 
interference with private judgments of the 
courts. 

Going back to a previous decision, 
United States versus Klein, the U.S. 
Supreme Court, in a holding that Con-
gress may not establish the rule of de-
cision in a particular case, said of the 
legislative and judicial powers: 

It is of vital importance that the legisla-
tive and judicial powers be kept distinct. It 
is the intention of the Constitution that 
each of the great co-ordinate departments of 
the government—the legislative, executive 
and the judicial—shall be, in its sphere, inde-
pendent of the others. 

I submit that a court cannot be inde-
pendent if it is stripped of the duty to 
determine whether rules and proce-
dures it has the authority to approve 
are even being complied with. 

I urge other Members to support this 
amendment. I am very gratified to see 
Senator SCHUMER from New York on 
the floor. I know he has worked hard 
on this issue in the Judiciary Com-
mittee. I am very grateful that some-
body of his experience and distinction 
would cosponsor this amendment. 

I yield to Senator SCHUMER. 
The ACTING PRESIDENT pro tem-

pore. Who yields time? 
Mr. WHITEHOUSE. I yield to Sen-

ator SCHUMER. 
The ACTING PRESIDENT pro tem-

pore. The Senator from New York. 
Mr. SCHUMER. Mr. President, I ask 

for 10 minutes from my colleague from 
Rhode Island, who has the time. 

Mr. WHITEHOUSE. No objection. 
The ACTING PRESIDENT pro tem-

pore. Without objection, it is so or-
dered. 

Mr. SCHUMER. May I modify that 
request to make it 12 minutes? 

Mr. WHITEHOUSE. Does that leave 3 
or 4 minutes, 5 minutes for the chair-
man? 

Mr. SCHUMER. I will move it back 
to 10. I didn’t realize we were that 
short on time. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Rhode Island 
has 20 minutes remaining. 

Mr. WHITEHOUSE. The 12 minutes 
will work, leaving time for the chair-
man and some to spare. 

Mr. SCHUMER. On amendment 2937, 
I wish to thank Senator WHITEHOUSE 
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for his leadership on this issue; Senator 
FEINGOLD and our two great chairs, 
Senator ROCKEFELLER and Senator 
LEAHY. I will briefly describe this 
amendment. 

When we debate these issues, our 
friends on the intelligence side say you 
cannot stop us with cumbersome proce-
dures that will not allow us to listen in 
on a phone conversation a terrorist 
might be engaging in, you have to act 
quickly. That is a legitimate wish. You 
certainly do not want to let a phone 
conversation slip away while you are 
going through days and days and days 
in court. 

But this amendment has nothing to 
do with that. We do not interfere with 
any phone conversation that might le-
gitimately be listened in to, that might 
be tapped ahead of time. 

What we are saying is this: There 
ought to be oversight to make sure our 
intelligence agencies obey the rules; 
that when there is a conversation or a 
person, an American citizen on the line 
who should not be listened in to be-
cause the conversation is not about the 
intended subject, that they quickly 
stop listening. 

Now, under present law, there is no 
oversight, none. So if someone would 
want to take liberties, in one of the in-
telligence agencies or other agencies, 
and listen in to Americans having con-
versations, citizens, who have no right 
to be listened in to because they did 
not involve legitimate security con-
cerns, they could continue to do it and 
no one would ever know. 

That is wrong. The minimization re-
quirements we have placed in this 
amendment, which was originally in 
the Judiciary Committee amendments, 
but, unfortunately, or in large part in 
the Judiciary Committee amend-
ments—unfortunately that amendment 
which I supported was defeated—will 
ensure there is oversight and that we 
get all the intelligence information we 
need, without abuse or overstepping of 
bounds. 

That is the perfect balance. It is hard 
to see how anyone could object to over-
sight after the fact to make sure people 
are not abusing the privilege of listen-
ing in to phone conversations or other 
conversations, electronic conversa-
tions, American citizens are having. 

That is why this amendment I hope 
will be supported unanimously in this 
Chamber. Whether you are a conserv-
ative or a liberal, Democrat or Repub-
lican, someone who leans to the side of 
making sure we get every bit of infor-
mation or someone who leans on the 
side of making sure American liberties 
are protected, both worthy goals, you 
can support this amendment. 

I wish to once again thank my col-
leagues for their hard work on an im-
portant issue. 

The ACTING PRESIDENT pro tem-
pore. The Senator from West Virginia 
is recognized. 

Mr. ROCKEFELLER. Mr. President, I 
would like to offer my strong support 
for the amendment offered by Senator 

WHITEHOUSE to ensure there is explicit 
written legal authority in this bill for 
the Foreign Intelligence Surveillance 
Court to review and to assess compli-
ance with the minimization procedures 
established for the bill’s new acquisi-
tion authority. 

One of the most serious deficiencies 
in the Protect America Act was the 
fact that the FISA Court was not given 
a role at all in approving the minimiza-
tion procedures put in place by the At-
torney General and the Director of Na-
tional Intelligence for collection activ-
ity. That was fine. But it was insuffi-
cient. 

Minimization procedures are the pro-
cedures that govern the treatment of 
nonpublic information concerning 
Americans in the acquisition and re-
tention and dissemination of foreign 
intelligence. 

The Intelligence Committee’s bill ad-
dressed this deficiency in the Protect 
America Act by requiring the court to 
review and approve minimization pro-
cedures. The committee, however, 
learned, and then was happy to take 
from in our discussions, the Judiciary 
Committee’s better approach to this. 
We did not, in the Intelligence Com-
mittee bill, explicitly authorize the 
court to assess compliance with these 
minimization procedures. 

As the Senators from Rhode Island 
and New York have pointed out, there 
is no point in having something on the 
books if you cannot be sure it is going 
to be complied with. 

So compliance is a sacred principle. 
Senator WHITEHOUSE’s amendment will 
ensure that the court can assess the ex-
ecutive branch’s compliance with these 
minimization procedures, be provided 
with information it needs to make the 
assessment, and have the authority to 
enforce this assessment. 

The administration objected to the 
provision reported from the Judiciary 
Committee allowing the FISA Court to 
review compliance with minimization 
procedures as being what it called ‘‘a 
massive expansion’’ of the court’s role. 

The administration also argued there 
are enough other oversight mecha-
nisms already in the bill, through re-
quirements on the Attorney General, 
the Director of National Intelligence, 
the Inspectors General of the intel-
ligence agencies. 

I respectfully disagree with that as-
sessment. Assessing compliance is in-
herent in the court’s role. It is inher-
ent in the FISA Court’s role in review-
ing and approving minimization proce-
dures in the first place. In fact, with-
out it, without the compliance part of 
it, the first parts are nice but not suffi-
cient. 

Having the court assess compliance 
with minimization procedures is an im-
portant safeguard to ensure there is 
due care in the handling of, as I say, 
nonpublic information concerning U.S. 
persons. 

I therefore urge the adoption of this 
amendment. 

I yield the floor. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Missouri. 

Mr. BOND. Mr. President, I yield my-
self 5 minutes. I ask that the balance of 
the time on this side be reserved for 
Senators HATCH and SESSIONS and oth-
ers who want to speak. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

Mr. WHITEHOUSE. Will the vice 
chairman yield for a question? 

Inquiring through the Chair, I am 
wondering when the vice chairman be-
lieves Senators HATCH and SESSIONS 
might be here? 

Mr. BOND. Mr. President, all I know 
is we were all expected to be back at 
5:30. I do not have their flight sched-
ules. We are contacting their offices, 
but I do not know when they will be 
back. 

Let me move on now to address some 
of the things that have been said. No. 1, 
there was a comment about the dam-
age done by the Protect America Act. 
Nobody has shown any damage done by 
the Protect America Act. What it has 
done is given our intelligence commu-
nity the ability to intercept foreign 
terrorist electronic communications. It 
has kept the world and our allies and 
our own people safer. 

If anybody wants to look at that, 
there are, in our enclosed intelligence 
rooms, the full description of what has 
been gained. 

The amendment before us, allowing 
the FISA Court to assess compliance, 
may sound like a good idea. But when 
we talk about foreign targeting, we are 
outside the FISA Court’s experience 
and their expertise. 

The FISA Court was created in 1978 
to issue orders for domestic surveil-
lance on particular targets. But Con-
gress specifically left foreign surveil-
lance activities to the executive 
branch and to the intelligence commu-
nity. This is the first time we have 
heard that a court, set up to oversee 
domestic applications for electronic 
surveillance, should be involved in the 
foreign targeting efforts dealing with 
foreign information. 

FISA minimization procedures are 
about protecting the identities of U.S. 
persons. This comes up all the time in 
domestic surveillance. But almost all 
the collection under these foreign tar-
geting acquisitions will be on non-U.S. 
persons who require no protection 
under FISA minimization procedures. 

I will explain later if I have time, 
after others have spoken, what the 
FISA Court itself has said about it. 
Therefore, it does not make sense to 
try to get the FISA Court involved in 
assessing compliance in the foreign 
targeting arena. 

Now, it has been said that a judge, 
one of the district court judges who is 
brought in to rule on applications, 
probable cause applications for domes-
tic surveillance, should go out and re-
view what goes on at the facilities 
where collections are being made. Now 
in France, they have a wonderful pro-
cedure that goes far beyond anything 
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we have and would drive many of our 
civil libertarians nuts. 

The investigating magistrate inves-
tigates, he prosecutes and he rules on 
cases. That is a wonderful way of over-
seeing the whole line of action. As an 
investigator and prosecutor, he makes 
a judgment. 

We do not have that situation. We do 
not have that same system. We have 
courts that rule on controversies. We 
have given them the power to review 
the minimization procedures, the writ-
ten procedures but not to go out and 
spend the day trying to figure out what 
is going on where the collections are 
being held. 

What we do have is a very robust sys-
tem of oversight, contrary to what my 
colleague from New York said. I will 
have to agree with him: I agree with all 
the things he said about the New York 
Giants. I rooted for them. I thought 
they were great. I will have to confer 
with my colleagues from New Hamp-
shire and Maine to see whether they 
would accept on our side the terrible 
things he said about the New England 
Patriots. But I was a born-again Giants 
fan yesterday. 

But when he said there is no over-
sight, he overlooks the supervisors, the 
inspector general who is overseeing 
minimization, the Department of Jus-
tice lawyers who are on top of them, 
and, more importantly, the Intel-
ligence Committee itself. That is our 
job. Our job is to oversee it, and we in-
tend to continue to oversee it to make 
sure that system works. Our staff can 
go out there. Our members can go out 
there. 

I suggest, given the background the 
distinguished Senator from Rhode Is-
land has in seeking warrants, and over-
seas warrants, probably nobody in this 
body will be better able to oversee 
compliance than the distinguished Sen-
ator from Rhode Island, who served as 
a prosecutor and as attorney general. I 
assure you not one of the FISA Court 
judges would have nearly as good a 
background or as fruitful a time as my 
colleague from Rhode Island would 
have. 

I believe, therefore, leaving the exist-
ing oversight policies in place, with a 
robust oversight by the Intelligence 
Committee itself—those of us who have 
been entrusted to assure the intel-
ligence collection goes forward in an 
appropriate manner—should be allowed 
to do so. 

Mr. President, I yield the floor and I 
reserve the remainder of my time 
under the proposal I made previously. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Rhode Island. 

Mr. WHITEHOUSE. Mr. President, I 
ask unanimous consent that my re-
maining time on this amendment be re-
served until a later time. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

Mr. WHITEHOUSE. I yield the floor. 
Mr. SCHUMER. Mr. President, I rise 

as the proud cosponsor of amendment 

No. 3920, offered by my friend Senator 
WHITEHOUSE. I supported the Judiciary 
substitute amendment, and I am dis-
appointed that it was tabled. It con-
tained a number of important safe-
guards and protections. 

However, the Senate still has the op-
portunity to ensure independent over-
sight of our intelligence activities. The 
amendment before us is a key step in 
that effort. This amendment makes 
sure that the FISA Court can review 
the privacy of American communica-
tions, and take action to protect that 
privacy, any time American commu-
nications are gathered during the 
course of foreign intelligence surveil-
lance. 

Senator FEINGOLD and I had an early 
concern that any FISA update needs 
court oversight with real teeth, and we 
pushed for these protections to be in-
cluded in the Judiciary substitute 
amendment. Senator WHITEHOUSE had 
the same concern, and so the amend-
ment before us today is the excellent 
product of many heads working to-
gether. 

I have always said that when it 
comes to intelligence policy, we must 
have three things. First, we need a free 
and open debate about any measure 
that affects our security. We are hav-
ing that debate now. Second, we need 
clear rules so that our intelligence 
community knows what is expected 
and can act within the clear boundaries 
set out by Congress. I will only support 
a final bill that contains such rules. 
Third and finally, we must have an 
independent arbiter to ensure that 
those rules are being followed. A rule 
without oversight is likely to be a hol-
low rule. 

The amendment before us is nec-
essary to put teeth into the Foreign In-
telligence Surveillance Court’s inde-
pendent oversight function. This 
amendment is a simple, commonsense 
measure, and yet it is also one of the 
most substantial protections we can 
provide for Americans. Let me explain 
why this is so. 

As we all know, the bill before us 
would grant the President broad au-
thority to wiretap communications be-
tween two foreign people or between a 
foreign person and a U.S. person as 
long as the target of the surveillance is 
located outside the United States. With 
these new powers, the intelligence 
community can collect the commu-
nications of law-abiding Americans, 
without a warrant, if that American 
happens to be in contact with someone 
who is up to no good. 

But law-abiding Americans expect 
their private communications to stay 
private, and rightly so. How can we 
gather and use the intelligence we need 
but also protect the privacy of inno-
cent Americans? The administration 
says that Americans are protected be-
cause the intelligence community fol-
lows a set of rules called minimization 
procedures. These rules limit the col-
lection, use, and dissemination of com-
munications to make sure that Ameri-

cans’ privacy is protected. The admin-
istration itself sets out these proce-
dures, so they should present no hin-
drance to our intelligence collection. 
What the administration does not say 
is that currently, there is absolutely 
no independent oversight of whether 
the administration is following its own 
rules. The bill before us would allow 
the Foreign Intelligence Surveillance 
Court to review the minimization rules 
on paper, to see whether they pass 
muster, but no power to review them in 
practice. 

The amendment now before the Sen-
ate offers a vast improvement. With 
this amendment, the court will have 
the authority to examine the adminis-
tration’s performance and to assess 
whether the intelligence community is 
practicing what it preaches. If the 
court finds problems, it can issue or-
ders to ensure that the administration 
follows the rules. 

I am not suggesting that the court 
should be setting limits before the fact. 
I think our intelligence community 
needs the flexibility to protect our 
country. But I think it is essential for 
the court to be able to look back and 
tell us, with an independent voice, 
whether the administration was fol-
lowing its own rules to protect the pri-
vacy of law-abiding Americans. 

This amendment does not restrict 
our intelligence gathering. It assures 
meaningful protection for individual 
Americans, and it helps to promote 
faith in our Government and our intel-
ligence community. I cannot imagine 
why any of my colleagues would oppose 
this amendment. We all know that the 
fox alone should not be guarding the 
henhouse. It is just common sense to 
provide independent, retrospective 
oversight. I hope and expect that all of 
my colleagues, on both sides of the 
aisle, will join me to vote in favor of 
this amendment. 

Mr. LEAHY. Mr. President, the bill 
we are now considering gives the exec-
utive branch unprecedented authority 
to conduct warrantless surveillance. It 
would permit the government, while 
targeting overseas, to review more 
Americans’ communications with less 
court supervision than ever before. I 
support surveillance of those who 
might do us harm, but we also have to 
protect Americans’ civil liberties. One 
of the most important ways to provide 
that balance is to ensure a meaningful 
role for the courts in supervising this 
new authority. 

Unfortunately, the Protect America 
Act severely diminished the Foreign 
Intelligence Surveillance Court’s role 
as a check and balance on the execu-
tive branch. Under the Protect Amer-
ica Act, the FISA Court cannot con-
duct oversight over whether the execu-
tive branch is complying with the 
‘‘minimization’’ rules that are a cru-
cial protection for Americans whose 
communications are incidentally 
picked up by government surveillance 
of overseas targets. Judicial oversight 
of how these safeguards are working is 
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a critical protection of the privacy of 
U.S. persons in this area. 

I want to praise Senator WHITEHOUSE, 
who as member of both the Judiciary 
Committee and the Select Committee 
on Intelligence did so much work to re-
verse the courts diminished role and to 
craft this fundamental provision. His 
amendment, which was part of our Ju-
diciary bill, would ensure that the 
FISA Court has the authority it needs 
to assess the Government’s compliance 
with minimization procedures, to re-
quest the additional information it 
needs to make that determination, and 
to enforce compliance with its orders. 
It would make certain that the FISA 
Court has a meaningful role in over-
seeing this new surveillance authority. 

Minimization procedures are a key 
protection—indeed virtually the only 
protection—for the privacy of the con-
versations of people in the United 
States that are ‘‘incidentally’’ col-
lected as part of this broad new surveil-
lance authority. These could well be 
completely innocent Americans who 
happen to be talking to someone over-
seas. FISA Court oversight of mini-
mization procedures is critical. With-
out this amendment, the FISA legisla-
tion would allow the court to review 
minimization procedures, but it would 
not give authority to assess whether 
the government is complying with 
those procedures, nor would it permit 
the court to take any action to correct 
failure to comply with those proce-
dures. This is a crucial amendment and 
I urge Senators on both sides of the 
aisle to support it. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Wisconsin. 

Mr. FEINGOLD. Mr. President, is it 
necessary for me to ask that the pend-
ing amendment be set aside? 

I ask unanimous consent that the 
pending amendment be set aside. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

AMENDMENT NO. 3979 TO AMENDMENT NO. 3911 
(Purpose: To provide safeguards for commu-

nications involving persons inside the 
United States) 
Mr. FEINGOLD. Mr. President, I call 

up amendment No. 3979. 
The ACTING PRESIDENT pro tem-

pore. The clerk will report. 
The assistant legislative clerk read 

as follows: 
The Senator from Wisconsin [Mr. FEIN-

GOLD], for himself, Mr. WEBB, Mr. TESTER, 
Mr. BIDEN, Mr. SANDERS, Mr. KENNEDY, Mr. 
MENENDEZ, Mr. AKAKA, Mr. DODD, and Mr. 
OBAMA, proposes an amendment numbered 
3979 to amendment No. 3911. 

Mr. FEINGOLD. Mr. President, I ask 
unanimous consent that reading of the 
amendment be dispensed with. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

(The amendment is printed in today’s 
RECORD under ‘‘Text of Amendments.’’) 

Mr. FEINGOLD. Mr. President, the 
Protect America Act we passed last 
year was sold repeatedly as a way to 

allow the Government to collect for-
eign-to-foreign communications with-
out needing the approval of the FISA 
Court. Last week, the Vice President 
defended the Protect America Act by 
talking about the need to wiretap with-
out a court order ‘‘one foreign citizen 
abroad making a telephone call to an-
other foreign citizen abroad about ter-
rorism.’’ 

Now, this is something all of us sup-
port, every one of us. But what the 
Vice President did not mention—and 
what rarely gets discussed—is the Pro-
tect America Act actually went much 
further. It authorized new sweeping in-
trusions into the privacy of countless 
Americans. The bill the Senate is con-
sidering to replace the PAA does not do 
nearly enough to safeguard against 
Government abuse. So this amend-
ment—the Feingold-Webb-Tester 
amendment—would provide those safe-
guards, while also ensuring that the 
Government obtains the information it 
needs to fight the terrorists who 
threaten us. 

I am, of course, extremely pleased to 
have the support and cosponsorship of 
Senators WEBB and TESTER, as well as 
Senators BIDEN, SANDERS, KENNEDY, 
MENENDEZ, AKAKA, DODD, and OBAMA. 
We have worked closely together to de-
velop a workable solution to a difficult 
problem—a solution I hope the Senate 
can support. 

Now, this is not about whether we 
will be effective in combating ter-
rorism. This amendment in no way 
hampers our fight against al-Qaida and 
its affiliates. This is about whether 
Americans at home deserve more pri-
vacy protections than foreigners over-
seas. This is about whether anyone out-
side the executive branch will have a 
role in overseeing what the Govern-
ment is doing with all the communica-
tions of Americans it collects inside 
the United States. 

We all know the stakes are very high. 
I want my colleagues to understand the 
impact the Intelligence Committee bill 
being considered on the Senate floor 
could have on the privacy of Ameri-
cans, because that is exactly what our 
amendment addresses. This bill does 
not just authorize the unfettered sur-
veillance of people outside the United 
States communicating with each other; 
it also permits the Government to ac-
quire those foreigners’ communica-
tions with Americans inside the United 
States, regardless of whether anyone 
involved in the communication is 
under suspicion of any kind of wrong-
doing at all. 

There is no requirement the foreign 
targets of this surveillance be terror-
ists, spies, other types of criminals or 
even agents of a foreign power. The 
only requirements are that the for-
eigners are outside the country and 
that the purpose of the surveillance is 
to obtain ‘‘foreign intelligence infor-
mation,’’ a term that has an extremely 
broad definition covering anything in-
volving the foreign affairs of the 
United States. 

The key, of course, is that no court 
reviews these targets individually. 
Only the executive branch decides who 
fits these criteria. So the result is 
many law-abiding Americans who com-
municate with completely innocent 
people overseas will be swept up in this 
new form of surveillance, with vir-
tually no judicial involvement and vir-
tually no judicial oversight. That is as-
tounding, isn’t it? Yet there has been 
very little discussion of it. 

The administration has told us over 
and over this law is needed to capture 
foreign-to-foreign, terrorism-related 
communications. In the State of the 
Union last week, President Bush de-
fended this law by saying: 

To protect America, we need to know who 
the terrorists are talking to, what they are 
saying, and what they are planning. 

Even the administration’s illegal 
warrantless wiretapping program, as 
described when it was publicly con-
firmed in 2005, at least focused on par-
ticular al-Qaida terrorists. But what 
we are talking about now is different. 
This is the authority to conduct a huge 
dragnet that will sweep up innocent 
Americans at home, combined with an 
utter lack of oversight mechanisms to 
prevent abuse. 

These incredibly broad authorities 
are particularly troubling because we 
live in a world in which international 
communications are increasingly com-
monplace. Thirty years ago, it was 
very expensive and not very common 
for most Americans to make an over-
seas call. Now, though, particularly 
with e-mail, such communications are 
commonplace. Millions of ordinary and 
innocent Americans communicate with 
people overseas for entirely legitimate 
personal and business reasons. Techno-
logical advancements, combined with 
the ever more connected world econ-
omy, have led to an explosion of inter-
national contacts. Americans call fam-
ily members overseas; students e-mail 
friends they met while they were 
studying abroad; businesspeople com-
municate with colleagues or clients 
overseas. 

In fact, recently released declassified 
responses to congressional oversight 
questions highlight how broad these 
authorities are. The executive branch 
was asked whether it could acquire all 
the calls and e-mails between employ-
ees of a U.S. company and a foreign 
company the U.S. Government is tar-
geting, with no requirement to get a 
warrant and no requirement that there 
be some link to terrorism or a specific 
threat against the United States. The 
administration did not deny this would 
be entirely legal under the PAA. 

So any American who works at a 
company that does business overseas 
should think about that. 

Americans should also think about 
the testimony of the DNI himself, in 
which he said the PAA would authorize 
the collection of all communications 
between the United States and over-
seas. In other words, the Government 
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has the authority to collect all inter-
national calls and e-mails into and out 
of the United States—every last one. 

We often hear from those who want 
to give the Government new powers 
that we just have to bring FISA up to 
date with new technology. But changes 
in technology should also cause us to 
look closely at the need for greater 
protection of the privacy of our citi-
zens. 

If we are going to give the Govern-
ment broad new powers that will lead 
to the collection of much more infor-
mation on innocent Americans, we in 
the Senate have a duty to provide the 
necessary safeguards against abuse. 
That, of course, is what the Feingold- 
Webb-Tester amendment would do. It 
allows the Government to acquire all 
the communications of foreign targets 
communicating with other foreigners 
overseas. It also allows the Govern-
ment to acquire all the communica-
tions of overseas terrorists, but it sets 
up additional safeguards—additional 
checks and balances—for communica-
tions of foreign targets the Govern-
ment ultimately determines involves 
someone in the United States. 

The amendment has several compo-
nents. But let me reiterate that the 
amendment would permit the Govern-
ment to freely acquire and share all 
foreign-to-foreign communications 
without any court oversight. This is, in 
fact, an enormous change from the pre- 
PAA law, and this amendment leaves 
those new authorities intact. 

Let me quickly describe how the 
amendment would work. First, when 
the Government knows in advance that 
a foreign target is communicating with 
someone in the United States, it per-
mits the Government to acquire, with-
out a court order, those communica-
tions involving terrorism or suspected 
terrorists or if someone’s safety is at 
stake. It permits the Government to 
acquire any other communications into 
the United States with a court order. 
The FISA Court would review and ap-
prove procedures for making these de-
terminations. As I said, the Govern-
ment could continue to acquire and use 
any communications its foreign targets 
have with other foreigners overseas. 
That surveillance would continue, 
again, without any court oversight. 
Our amendment permits that. 

The second part of this proposal rec-
ognizes it is frequently not possible for 
the Government, in advance, to deter-
mine whether a particular communica-
tion is a purely foreign communication 
or involves one end in the United 
States. Thus, the amendment specifies 
that when the Government does not 
know in advance with whom a foreign 
target is communicating, it can ac-
quire all the target’s communications 
without an individualized court order— 
all of them. 

But at some point—and this is one of 
the keys to our amendment—the Gov-
ernment may realize it has acquired a 
communication with one end in the 
United States based on procedures that 

are developed by the executive branch 
and reviewed and approved by the FISA 
Court. Under our amendment, it must 
then tag or segregate the U.S.-end 
communication in a separate database. 

Now, we know this tagging process is 
feasible because the Government re-
cently declassified the fact that it does 
something similar with information 
obtained under the PAA. The Govern-
ment can then access, analyze, and dis-
seminate any of these tagged U.S. com-
munications if they involve terrorism 
or a suspected terrorist or if someone’s 
safety is at stake. All they have to do 
is this: They have to simply notify the 
FISA Court after the fact and provide a 
brief certification that one of these cir-
cumstances apply. There is no require-
ment that these communications be de-
stroyed, in case they include informa-
tion that may later prove to be useful. 
The other tagged communications can 
also be accessed, analyzed, and dis-
seminated if the Government obtains a 
court order. 

The amendment also ensures there is 
independent oversight of this process. 
If the FISA Court has any concerns 
that the terrorism or emergency cer-
tifications are being abused, it has au-
thority to ask for additional informa-
tion, and to limit future access to cer-
tain communications if it ultimately 
determines the Government’s certifi-
cations to the court are clearly erro-
neous. 

Now, I do understand this amend-
ment imposes a new framework that 
may take some time to implement. 
That is why the amendment would not 
require the Government to implement 
this new system for up to a year after 
enactment. I think that is plenty of 
time to work out any problems and get 
these procedures up and running. 

The amendment also contains a crit-
ical oversight provision. It directs the 
inspectors general of the Department 
of Justice and the Department of De-
fense to audit the implementation of 
compliance with this amendment. 
These IGs as well as the FISA Court 
will have access to the American com-
munications that the Government has 
acquired to make sure the authorities 
are not being abused. 

Taken together, these provisions en-
sure that we know when Americans’ 
communications are being collected so 
there is some baseline information 
available to the FISA Court, Congress, 
inspectors general, and other inde-
pendent monitors for tracking impact 
of the legislation on Americans’ pri-
vacy. 

Tracking this type of information is 
also good for national security. We 
have heard the President tell us repeat-
edly in defense of his so-called terrorist 
surveillance program that if there are 
people inside our country who are talk-
ing with al-Qaida, we want to know 
about that. This amendment takes him 
at his word, and it requires him to set 
up procedures for identifying those 
communications in the United States 
where it is reasonably practical. 

We have been hearing for years now 
that the U.S. Government needs au-
thority to wiretap foreign terrorists 
outside the United States without indi-
vidual court orders. This amendment 
permits that. To take one example, if 
the U.S. Government has targeted a 
member of al-Qaida overseas, under 
this amendment it can acquire all of 
that target’s communications—all of 
them. If it determines the particular 
communication is with someone in the 
United States, the Government would 
tag it and it could access and dissemi-
nate it as long as the FISA Court is 
simply notified after the fact with a 
brief certification. That kind of fo-
cused, terrorism-related surveillance— 
the type of surveillance we most want 
our Government to be engaging in— 
would continue absolutely unabated. 
On the other hand, the amendment pro-
vides safeguards in case the Govern-
ment is, in fact, conducting massive 
dragnet surveillance of communica-
tions with people in the United States. 
In that situation, yes, this amendment 
would then impose the oversight that 
is desperately needed. It will make sure 
that in situations not involving ter-
rorism or personal safety, the FISA 
Court will play its important role in 
overseeing the Government’s use of 
communications involving Americans. 
In other words, it will make sure these 
authorities are not abused. 

We have heard a lot today about 
minimization procedures, which are 
supposed to protect against unneces-
sary disclosure of information about 
Americans’ communications the Gov-
ernment collects, and the importance 
of giving the FISA Court power to en-
force compliance with them. I strongly 
support that effort. I tried to initiate 
this issue in the Intelligence Com-
mittee. It has been very effectively 
taken up in the Judiciary Committee 
by the Senator from Rhode Island as 
well as the Senator from New York, 
and it is extremely important that we 
prevail in that amendment to get those 
protections. But the supporters of the 
Intelligence Committee bill claim that 
minimization procedures are enough to 
protect Americans’ privacy. In fact, 
the minimization requirements in the 
Foreign Intelligence Surveillance Act 
are quite weak. They permit the wide-
spread disseminations throughout the 
U.S. Government of information about 
U.S. persons if it is deemed foreign in-
telligence information which, again, is 
very broadly defined, and they permit 
dissemination of the identities of these 
U.S. persons if ‘‘necessary to under-
stand foreign intelligence information 
or assess its importance’’—also a very 
loose standard. 

Now, we know from our experience in 
the nomination hearing of John Bolton 
to be United Nations Ambassador how 
easy it is for Government officials to 
obtain access to those identities. And 
when the FBI receives reports referring 
to a U.S. person, according to recently 
declassified Government documents, it 

VerDate Aug 31 2005 00:53 Feb 05, 2008 Jkt 069060 PO 00000 Frm 00009 Fmt 4637 Sfmt 0634 E:\CR\FM\G04FE6.016 S04FEPT1sm
ar

tin
ez

 o
n 

P
R

O
D

P
C

61
 w

ith
 S

E
N

A
T

E



CONGRESSIONAL RECORD — SENATES570 February 4, 2008 
will ‘‘likely request that person’s iden-
tity’’ and will ‘‘likely be’’ the require-
ments for obtaining it. There are other 
minimization requirements and Gov-
ernment regulations, the details of 
which are classified. We know in any 
event that those can be changed at any 
time. Minimization is simply inad-
equate in the context of these broad 
new authorities. More is needed. 

The amendment I have developed 
with Senator WEBB, Senator TESTER, 
and others is an extremely balanced 
and reasonable approach to addressing 
one of the most serious problems with 
this legislation. It gives the Govern-
ment full access to foreign-to-foreign 
communications without any court 
oversight. And it provides access to 
communications between a foreigner 
and an American, if there is a ter-
rorism link or if someone’s safety is at 
stake, without the requirement of a 
court order. In other words, this 
amendment gives the administration 
what it asked for when it demanded 
these massive new powers. So when the 
Vice President says we need to pass 
legislation that permits warrantless 
wiretapping of ‘‘one foreign citizen 
abroad making a telephone call to an-
other foreign citizen abroad about ter-
rorism,’’ this amendment totally per-
mits that. When the minority leader 
says the Government needs to be able 
to ‘‘freely monitor new terrorist tar-
gets overseas,’’ this amendment totally 
permits that as well. 

But this amendment also provides 
safeguards to make sure that Ameri-
cans’ basic rights are being protected. 
Too many communications of innocent 
Americans are going to end up in Gov-
ernment databases under the PAA and 
under the Intelligence bill for us to ig-
nore this very serious problem. 

Any Senator who believes that Amer-
icans here at home deserve more pri-
vacy protections than foreigners over-
seas should support this amendment, 
and any Senator who believes the exec-
utive branch should not be granted far- 
reaching surveillance authorities in-
volving Americans without inde-
pendent oversight should support this 
amendment as well. 

At this time I ask unanimous con-
sent that the Senator from Montana, 
Senator TESTER, be recognized to speak 
on this amendment, and after he has 
concluded his remarks, that the Sen-
ator from Virginia be recognized. Both 
of these presentations would be allo-
cated from the time I control on this 
amendment. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

Mr. FEINGOLD. Mr. President, let 
me say how grateful I am to the Pre-
siding Officer, Senator WEBB, and the 
next speaker, Senator TESTER, new 
Members of the Senate who have 
delved into this very difficult subject 
and who have tried to achieve the right 
balance. I don’t know of any Senators 
who are more concerned about pro-
tecting the lives of Americans from 

terrorists, but they also want to make 
sure that we get this right while pro-
tecting the privacy of Americans. So I 
thank both of them. 

I yield to the Senator from Montana. 
Mr. TESTER. Mr. President, I thank 

the Senator from Wisconsin for his fine 
work on this amendment. My com-
ments today will indicate my full sup-
port for it. I hope this body uses its 
wise judgment to put this on the Intel-
ligence bill as it comes forth. I think it 
is critically important that we move 
this amendment forward to protect 
American citizens from unwarranted 
wiretapping. 

Let me say I am very glad we finally 
reached an agreement on the amend-
ments to the Intelligence Committee 
bill that would replace current law, 
that current law being the Protect 
America Act. I voted against the Pro-
tect America Act this last August be-
cause it included measures that would 
permit the Federal Government to con-
duct warrantless wiretapping and 
intercept innocent Americans’ commu-
nications. We all recognize the need for 
our Government to have the necessary 
tools to keep us safe. That is at the 
forefront in all of our minds. At the 
same time, we must do this in a way 
that protects our civil liberties and 
constitutional rights to privacy. A 
number of amendments have been of-
fered with that goal in mind, including 
the one I rise to talk about today: the 
Feingold-Webb-Tester amendment. 

This amendment would require that 
all inadvertent surveillance of a U.S. 
person—someone who is a U.S. citizen, 
a legal permanent resident, or a U.S. 
corporation—be tagged and seques-
tered. Right now, under the Protect 
America Act and under the Intelligence 
Committee bill that we are currently 
debating, the Government would be au-
thorized to have unfettered surveil-
lance of all communications of all peo-
ple outside of the United States with-
out a warrant. This access would also 
be extended to Americans here in the 
United States at the other end of that 
phone call or e-mail message. Ameri-
cans abroad or those who receive com-
munications from abroad could be 
wiretapped without a warrant. That de-
ficiency is what this amendment ad-
dresses. 

Let me be clear. This amendment 
does not stop surveillance from hap-
pening; it merely sets a higher thresh-
old for access to communications that 
involve Americans. Let me repeat that. 
It sets a higher threshold for access to 
communications for those that involve 
Americans. 

The Feingold-Webb-Tester amend-
ment will not impede the collection of 
foreign intelligence information or 
compromise our national security. It 
would merely require that intelligence 
intercepted overseas of an American 
citizen’s communications would have 
to be tagged and sequestered before it 
could be accessed. To be accessed, the 
intelligence community would have to 
have a specific warrant to review 
Americans’ overseas communications. 

Why is this necessary? Because in the 
past, the administration implemented 
a warrantless surveillance program 
which severely encroached upon our 
rights against unauthorized search and 
seizure. 

Under the Protect America Act, 
when we monitor foreign communica-
tions, there is no requirement that 
anyone involved in the communication 
be under any suspicion of wrongdoing. 
As a result, simply communicating 
with someone in a foreign country 
opens any American to surveillance. 
This is most often the case when a con-
versation starts abroad and ends up 
with someone in the United States. 
Why? Because the Government must 
meet only two criteria: that at least 
one party to the communication be 
outside of the United States, and that 
the purpose of the surveillance is to ob-
tain foreign intelligence. 

This overreaching protocol is even 
more expansive than the administra-
tion’s illegal warrantless wiretapping 
program which is focused on people 
targeted because of their involvement 
with suspected terrorists. I am opposed 
to the widespread wiretapping and sur-
veillance of innocent Americans. 

The Director of National Intelligence 
has openly stated that the current law, 
the Protect America Act, allows full 
collection of all international commu-
nications into and out of the United 
States, well beyond what the Govern-
ment says it needs to protect the 
American people. Further amendments 
will be offered during the course of this 
debate that explicitly state such wide-
spread full collection of all inter-
national communication is not author-
ized. However, as it stands, any time 
you communicate with someone over-
seas by e-mail or by phone, your con-
versation could very well end up in a 
Government database somewhere. 

These days, international commu-
nications are commonplace. Many 
Americans have friends and family liv-
ing overseas studying or for business or 
vacationing. When they return, they 
often keep in touch with the friends 
they have made while living abroad. 
For example, if you are on a vacation 
in Europe and call home to check on 
your elderly parents, the entire con-
versation could get caught in the cross-
hairs of this foreign surveillance pro-
gram. That is not right and it does not 
make any sense. It opens innocent 
Americans to the unrestricted surveil-
lance of wholly innocent conversations 
by the Federal Government. This is not 
what Americans expect or deserve. 

We must act to ensure that such 
communications caught in the widely 
cast net of surveillance are segregated 
or specifically designated so that pri-
vacy concerns can be minimized. This 
amendment, the Feingold-Webb-Tester 
amendment, would require that this in-
formation be kept apart as a way to 
protect the privacy rights of those peo-
ple who innocently find themselves 
under surveillance. The content would 
not be destroyed, but investigators 
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would have to go through additional 
steps in order to access it in the future. 

The Foreign Intelligence Surveil-
lance Act is meant for foreign surveil-
lance. Our amendment reiterates that 
focus and it protects Americans from 
the accidental but very real intrusion 
of our right to privacy. I don’t want my 
granddaughter, my wife, your kids, or 
any other Americans to have their 
communications monitored, stored 
away, and then easily accessible at a 
later date. This amendment ensures 
that doesn’t happen. 

I urge my colleagues to support this 
amendment. I think it is critically im-
portant for the success of this bill and 
to protect innocent Americans’ civil 
liberties. 

Mr. President, I yield the floor. 
The PRESIDING OFFICER (Mr. 

FEINGOLD). The Senator from Virginia 
is recognized. 

Mr. WEBB. Mr. President, I also rise 
in support of this amendment, which I 
am very proud to be cosponsoring 
along with the Presiding Officer and 
Senator TESTER. I appreciate also the 
support of a number of other Members 
of this body on this bill. 

I wish to start by saying I consider 
myself to be very much a realist when 
it comes to the intelligence services in 
the United States and when it comes to 
the use of classified information. I got 
my first security clearance when I was 
17 years old. I have been involved in 
the intelligence world all of my life. 
When I was Secretary of the Navy, I 
was privileged to have ‘‘black’’ secu-
rity clearances in a number of areas 
with some highly sensitive informa-
tion. I understand the complexities of 
this environment. 

I also am very sensitive to the mas-
sive instantaneous flow of data that 
now exists in today’s world that makes 
it essential we have more rapid proce-
dures in place in order to intercept key 
transmissions. But that also gives us 
the responsibility to ensure that with 
this higher volume of communication, 
we don’t allow mistakes and abuse, be-
cause that potential also rises. 

Simply stated, this amendment is de-
signed to allow our Government on the 
one hand to aggressively fight ter-
rorism but, on the other, to protect our 
vital constitutional rights and our sys-
tem of checks and balances. 

This amendment will neither stop 
nor slow down any of our vital intel-
ligence activities. I wish to reempha-
size that. There is nothing in this 
amendment that will slow down the 
ability of our intelligence services to 
do the job they are supposed to do. 

The American people have been fol-
lowing this debate. The law is a com-
plex law; we recognize that. But the ar-
guments advanced by many in this 
Chamber have not focused fully on the 
broad constitutional issues about 
which Americans have concerns. We 
care about keeping our Nation safe 
from further terrorist attack. But we 
also must care just as deeply in this 
body about making sure our Govern-

ment’s surveillance is done in a way 
that is consistent with our Constitu-
tion. 

I agree with my colleagues—many of 
whom sit on the Intelligence or Judici-
ary Committees—this law needs to be 
updated for all the reasons I men-
tioned. I am very proud of our Govern-
ment’s trained professionals who have 
worked so tirelessly for the last 61⁄2 
years, since 9/11, in their effort to help 
keep our country safe. 

But while the means of electronic 
communication surveillance have rap-
idly modernized, the speed and over-
whelming volume of those communica-
tions still requires us to maintain a 
balanced Federal system, with proper 
checks and balances against the im-
proper use of governmental authority. 
The broader the governmental author-
ity, the greater is our responsibility to 
ensure this authority is narrowly and 
properly applied. 

The watchwords of this debate, from 
our perspective, are: Safety. Security. 
Fighting terrorism. But also over-
sight—oversight of the executive 
branch, proper checks and balances. 
Those watchwords should guide us. 

The Senator from Wisconsin has 
completed an exhaustive explanation 
of the nuts and bolts of this amend-
ment. The Senator from Montana has 
added to that. I will not belabor their 
explanations of those finer points. But 
I emphasize our amendment will do 
what the American people have been 
demanding: restore a proper system of 
checks and balances in our Govern-
ment’s surveillance program. Every 
Member of this body—and every Amer-
ican, no matter which political party 
or persuasion—supports the funda-
mental bedrock concept of checks and 
balances, concepts we have captured in 
this amendment’s provisions. 

As I mentioned, this amendment al-
lows our Government to fully and ef-
fectively monitor communications in 
order to keep us safe from terrorist at-
tack, in every conceivable way. It per-
mits our Government to acquire any 
foreign-to-foreign communications. It 
permits our Government to acquire 
any communications of suspected ter-
rorists into or out of the United States. 
It permits our Government to acquire 
any communication where there is rea-
son to believe the acquisition is nec-
essary to prevent death or serious bod-
ily harm. And it permits our Govern-
ment to acquire any communications 
for law enforcement purposes if the 
communication is evidence that a 
crime has been, is being or is about to 
be committed. 

Simply stated, the underlying bill in 
this amendment bestows on our Gov-
ernment the essential tools to keep 
America safe. 

On top of that, for the first time, this 
amendment would erect a system of 
oversight and accountability for com-
munications that do not fall into the 
broad categories I have described. 

What types of communications? They 
are communications that have one end 

in the United States and generally in-
volve innocent Americans who are not 
targeted as suspected terrorists, as the 
Senator from Wisconsin so aptly de-
scribed. In other words, it could be 
anyone; it could be you, it could be me. 
For those of us who have no ties to ter-
rorism, an updated FISA law should 
and must provide proper protections. 

As the Senator from Wisconsin de-
scribed in his remarks, under this 
amendment, when the Government re-
alizes it has acquired a communication 
with one end of the United States, the 
Government must segregate that spe-
cific communication in a separate 
database. For example, this could take 
the form of a telephone call or an e- 
mail. 

To emphasize, so there is no mis-
understanding: Even after segregating 
these communications, the Govern-
ment can have full access to them; but 
the Government cannot, and should 
not, have unfettered access to commu-
nications of innocent Americans. 

This amendment is quite simple. The 
inspectors general for the Department 
of Defense and Department of Justice 
would be given access to sequestered 
communications. These sequestered 
communications will allow the inspec-
tors general to see specifically which 
Americans the Government surveilled 
or which specific communications were 
diverted into Government hands for 
possible surveillance. 

Using this information, the inspec-
tors general would be required to con-
duct audits of the implementation of 
the sequestration system and deter-
mine the extent of the surveillance. I 
note the inspectors general would em-
ploy staffs with appropriate security 
clearances. And at least once per year, 
they must report their findings to the 
Senate and House Committees on the 
Judiciary and Intelligence. 

I believe we need this amendment for 
many reasons. For almost 7 years, the 
executive branch’s surveillance pro-
gram has operated in almost total se-
crecy, often above the law and the Con-
stitution, and often above any review 
by Congress or the Foreign Intelligence 
Surveillance Court. For almost 7 years, 
only the executive branch, and perhaps 
a few isolated employees of tele-
communications companies, have 
known which Americans were being 
surveilled. This is unacceptable in a 
constitutional system, whose Founding 
Fathers rejected the notion of an exec-
utive branch with absolute, unchecked 
authority. In fact, Congress rejected 
the notion of unchecked executive au-
thority when it originally passed FISA, 
after the Watergate scandal. 

There are many arguments that may 
be leveled against this amendment. I 
believe they hold no water. Some of 
them simply employ fear tactics to 
cloud the issues of constitutional pro-
priety. 

First, some may contend the under-
lying bill already greatly expands the 
authority of the FISA Court. But the 
problem is the pending bill requires 
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only a review of general surveillance 
processes. Administrations can, and 
have, abused processes. A truly robust 
system of checks and balances demands 
accountability and oversight over the 
specific communications obtained by 
the Government. 

This oversight is all the more critical 
because, for almost 7 years now, the 
administration may have enjoyed com-
pletely unrestrained access to the com-
munications of virtually every Amer-
ican. 

Do we know this to be the case? I 
cannot be sure. One reason I cannot be 
sure is I have been denied access to re-
view the documents that may answer 
these questions, even about the proc-
ess. A month ago, our majority leader 
wrote to the Director of National Intel-
ligence, asking that all Senators be 
given access to the documents sur-
rounding the telecommunications com-
panies’ involvement in the administra-
tion’s surveillance program. To this 
date, that request has been denied. 

The denial of this request is one more 
reason the Senate must bring true ac-
countability to our Nation’s intel-
ligence-gathering process. If we do not 
ask the tough questions and demand 
true oversight, how will we ever know 
the extent of Government surveillance 
or how many innocent Americans have 
been listened to? 

Second, some will argue a process of 
sequestering communications will be 
far too cumbersome and, as the Sen-
ator from Wisconsin pointed out, this 
is simply untrue. 

Under current law, the Government 
already labels the surveillance commu-
nications it collects. 

Additionally, members of the Judici-
ary and Intelligence Committees tell 
me that the segregation of these com-
munications can be easily accom-
plished. Finally, if our intelligence 
community needs additional personnel 
or resources to accomplish this re-
quirement, then the Congress should 
promptly provide the necessary funds. 
Compliance with the U.S. Constitution 
is not a matter of option; it is manda-
tory. 

Third, some may contend that this 
amendment is a partisan ploy designed 
to embarrass the intelligence commu-
nity and the administration. 

Again, this is simply untrue. I would 
make the same arguments if the cur-
rent President belonged to my party. 
This amendment is not rooted in par-
tisanship. Rather, it attempts to pro-
tect the constitutional rights of all in-
nocent Americans. 

Moreover, I recognize the tremendous 
work and sacrifices made by the profes-
sionals in our intelligence community, 
as they aim to keep our homeland safe 
from attack. But only through a robust 
system of checks and balances can we 
ensure the good name of our intel-
ligence professionals and the work that 
they do. 

In sum, I ask my colleagues to join in 
supporting this amendment. It is time 
to lay aside our differences and do 

what is right, time for the Congress to 
aggressively and responsibly assert its 
oversight responsibilities. 

I am reminded today of a famous 
quote from U.S. Supreme Court Justice 
Cardozo. Analyzing our constitutional 
system of checks and balances, in 1935 
Justice Cardozo wrote that executive 
branch ‘‘discretion is not unconfined 
and vagrant. It is canalized within 
banks that keep it from overflowing.’’ 

I urge my colleagues to recognize the 
importance of this amendment in keep-
ing our Nation safe while also restoring 
an appropriate system of checks and 
balances to the FISA surveillance proc-
ess. 

Mr. President, I yield the floor. 
The PRESIDING OFFICER. The Pre-

siding Officer, in his capacity as a Sen-
ator from Wisconsin, reserves the re-
mainder of his time on this amend-
ment. 

The Senator from Missouri is recog-
nized. 

Mr. BOND. Mr. President, I yield my-
self 5 minutes. I appreciate the concern 
of my colleagues on the other side of 
the aisle. But there are quite a few 
misconceptions and misinterpretations 
about the bill and about the impact 
this proposed amendment would have. 

Again, after the chairman speaks, 
there are a number of members of the 
committee who wish to come and speak 
more about it. 

The purpose of this bill is, and al-
ways has been, to enable the intel-
ligence community to act to target for-
eign terrorists and spies overseas. To 
answer many of the contentions made, 
you cannot get a certification to begin 
the process, unless there are reasonable 
procedures to assure that the targeted 
persons reasonably are believed to be 
located outside the State. Two, the 
procedures are consistent with the re-
quirements of the Fourth Amendment 
and do not permit intentional tar-
geting of any person known to be lo-
cated in the United States. In 2(a)(3), it 
says that a significant purpose of the 
acquisition is to obtain foreign intel-
ligence information. 

Now, the statements that somebody 
who has gone abroad and is calling 
back home to their children would be 
surveilled is beyond the pale. No. 1, 
there is a clear prohibition in the bill 
against targeting any U.S. persons 
abroad without getting a FISA Court 
order saying there is reasonable cause 
to believe, one, they are acting as an 
agent or officer or employee of a for-
eign power; and, two, they have signifi-
cant information. What this amend-
ment does, however, is strike the abil-
ity to collect information on some for-
eign power that may be talking about 
proliferation of weapons of mass de-
struction. Furthermore, it would pre-
vent collection on hostile states acting 
in a dangerous manner to the United 
States. 

Now, the amendment, as it is drafted, 
will have a totally unexpected impact. 
It is difficult to explain, in an unclassi-
fied session, why this amendment is 

unworkable. But it would say that if 
there is a person reasonably believed to 
be located in the United States, such 
communication shall be segregated, or 
specifically designated, and no person 
shall have access to such communica-
tion except in accordance with title I, 
which presumes that you have access 
to that information, to determine 
whether it qualifies under the excep-
tions to the prohibition. 

In effect, you would have a require-
ment that any kind of incidental com-
munication from a person, from a for-
eign terrorist target, somebody having 
information of foreign intelligence 
value or a possible terrorist attack, 
who calls the United States or sends an 
e-mail, you would have to track down 
and find out where every e-mail recipi-
ent may be. You would have to identify 
people who might be collecting that in-
formation and investigate whether 
they are in the United States; and you 
would compile a significant amount of 
information on U.S. persons. 

The whole reason it operates with 
minimization is to say there are only 
certain communications which the in-
telligence community is lawfully per-
mitted to acquire, and which it has any 
desire to acquire, because to acquire 
all the communications from all for-
eigners is an absolutely impossible 
task. 

I cannot describe in a public setting 
how they go about ascertaining which 
collections are important. But to say 
that if Osama bin Laden or his No. 3 
man—whoever that is today, after the 
last No. 3 man in al-Qaida was wiped 
out—calls somebody in the United 
States, we cannot listen in to that 
communication, unless we have an 
independent means of verifying it has 
some impact or threats to our security 
or a terrorist threat. 

That is the most important commu-
nication we need to intercept. The Pro-
tect America Act has kept our country 
safe because if somebody calls in with 
information on a terrorist threat, then 
the FBI and local law enforcement offi-
cials can go to work on that threat im-
mediately and get additional criminal 
authorities as needed. But that is the 
most vital kind of information to get. 
We certainly should not be required to 
be put in a lockbox, as this amendment 
would provide. 

Finally, talking about expansion of 
surveillance powers, when FISA was 
first adopted, most of the collection 
against foreign targets came by radio, 
whether coming into the United States 
or going foreign to foreign, and there 
was no limitation on it. There was no 
limitation on intercepting radio com-
munications. 

What we have done in FISA is to im-
pose significant new restrictions on the 
collection of information that might be 
of foreign intelligence value. We should 
change the definition of ‘‘electronic 
surveillance,’’ but we were not able to 
do so in this law so it would apply to 
collection against other forms of com-
munications. 
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Suffice it to say, this bill before us, 

the bipartisan bill, is carefully tar-
geted, limited, covered with layers of 
protection and oversight to assure 
minimization, as I previously sug-
gested. Whether you believe the inspec-
tor general of NSA, the inspector gen-
eral of the DNI, the Department of Jus-
tice will perform adequate oversight or 
not, you can be sure the Intelligence 
Committee will do so. 

I yield the floor and reserve the re-
mainder of our time. 

The ACTING PRESIDENT pro tem-
pore. Who yields time? 

The Senator from Wisconsin. 
Mr. LEAHY. Mr. President, will the 

Senator yield to me? I was going to ask 
that I be allowed to proceed, I don’t 
think it will be more than 5 or 6 min-
utes, as though in morning business to 
give a eulogy, with the time not to be 
taken from either side. 

Mr. FEINGOLD. I ask the Senator if 
I can quickly respond to the Senator 
from Missouri. 

Mr. LEAHY. Of course. I understand. 
Mr. FEINGOLD. Mr. President, re-

sponding to the comments just made, 
the Senator from Missouri, in respond-
ing to the Feingold-Webb-Tester 
amendment, tried to indicate that this 
will prevent us from going after spies 
and others from foreign states. First, 
under our amendment, of course the 
FISA Court can grant permission to 
wiretap spies. And, if it is a foreign 
state that is involved in terrorism, 
there would be no permission required 
under our amendment to wiretap the 
officials involved. It would not affect 
that. 

It was also suggested this would 
somehow be very cumbersome. That 
suggests we are requiring permission 
for all foreign communications, but 
that is not true. Our amendment only 
affects, and only in a minimal way, 
communications from a foreign place 
to someone in the United States. That 
is not cumbersome. 

Third, the Senator from Missouri 
suggests we will have to make the Gov-
ernment sift through all kinds of e- 
mails to figure out whether they can 
get at individual communications. 
That is the opposite of the way this 
works. This amendment creates an as-
sumption in favor of collection. In 
other words, if the Government does 
not know for sure if a communication 
is foreign or domestic, the assumption 
is it is foreign until there is some indi-
cation that it is domestic. It is only 
then that the limited oversight pro-
vided by this amendment kicks in. 

The final example the Senator from 
Missouri used shows how questionable 
these arguments are. If you can believe 
it, the Senator argued that if Osama 
bin Laden called someone in the United 
States, somehow our amendment would 
affect that. That is obviously false. Our 
amendment specifically allows an ex-
ception for any conversation by anyone 
in the United States with a terrorist 
overseas, without any special FISA 
Court permission. That argument 

shows the weakness of the opposition. 
The idea that the Senators from Vir-
ginia and Montana and I would suggest 
an amendment to not allow us to listen 
in on Osama bin Laden gives you a lit-
tle clue that the arguments against 
this amendment are not based on the 
amendment we offered. 

I thank the Senator from Vermont 
very much for understanding. I wanted 
to quickly respond to those arguments. 
I yield the floor and reserve the re-
mainder of my time. 

Mr. CARDIN. Mr. President, may I 
ask the Senator from Vermont to yield 
for a moment? I ask unanimous con-
sent that I be recognized after the Sen-
ator from Vermont. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

Mr. LEAHY. Mr. President, first, I 
might say, in this debate the Senator 
from Wisconsin is absolutely correct. I 
was there during some of the debate on 
this issue and I know what he means. 

(The remarks of Mr. LEAHY are print-
ed in today’s RECORD under ‘‘Morning 
Business.’’) 

The ACTING PRESIDENT pro tem-
pore. Who yields time? 

The Senator from West Virginia. 
Mr. ROCKEFELLER. Mr. President, 

with the forbearance of the Senator 
from Maryland, I wish to place our sit-
uation in context because we have a 
number of things going on, and I would 
like the Parliamentarian to explain it 
to me so it is very clear to all of us. 

Before I do that, I am reading at the 
direction of the leader his unanimous 
consent request, and that is to have the 
time from 5:20 p.m. to 5:30 p.m. be re-
served for debate on the motion to in-
voke cloture on the motion to proceed 
to H.R. 5140, the economic stimulus 
bill; further, that the time be equally 
divided and reserved for the two lead-
ers or their designees, with the Repub-
licans controlling the first 5 minutes 
and the majority controlling the final 5 
minutes. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

Mr. ROCKEFELLER. Now I would 
like to ask the Parliamentarian to help 
me be sure and our Members on the 
floor and others what our situation is. 
The chairman of the Judiciary Com-
mittee has just given an extraor-
dinarily moving tribute to a very dear 
friend of his—extraordinarily moving— 
but that came in between. Now, the 
Senator from Pennsylvania has come 
upon the floor and he wants to say cer-
tain things, and there are people in the 
gallery to whom this would have a di-
rect effect, so there is a temptation to 
go along with that. On the other hand, 
we are still on the Feingold amend-
ment. I believe that to be the pending 
amendment, if the Parliamentarian de-
clares that to be the case. 

On the other hand, the person who is 
listed second on the order of the day is 
the Senator from Maryland. In the 
matter of how many years we should 

wait before going back to this, if we do, 
he was in fact the second person on the 
order of the day for the second amend-
ment. He is here. He has been waiting 
and he wants to present that amend-
ment. So it is 4 o’clock and we have a 
variety of things before us, and I wish 
the Parliamentarian to set us straight 
as to where we are. 

The ACTING PRESIDENT pro tem-
pore. The Feingold amendment is the 
pending amendment. There is time re-
maining for debate on that amend-
ment. However, an order has been en-
tered for the Senator from Maryland to 
offer his amendment, on which there is 
60 minutes of debate, and that is to 
come next. 

Mr. ROCKEFELLER. I don’t know 
how much time is remaining on both 
sides with respect to the Feingold 
amendment. 

The ACTING PRESIDENT pro tem-
pore. On the Feingold amendment, the 
majority has 7 minutes 39 seconds, and 
those opposing have 37 minutes 27 sec-
onds. 

Mr. ROCKEFELLER. If this Senator 
does his mathematics, that takes us al-
ready past the time of the unanimous 
consent. 

The ACTING PRESIDENT pro tem-
pore. The Senator is correct. 

Mr. ROCKEFELLER. Of course, we 
don’t have to use all our time. There-
fore, I would encourage our colleagues 
not to do so, and yet to get out the full 
body of the amendment. 

I appreciate the response of the Par-
liamentarian, the Presiding Officer, 
and I yield the floor. 

Mr. LEAHY. Mr. President, I support 
providing the Government with the 
flexibility it needs to conduct impor-
tant surveillance of overseas targets. 
Both the Intelligence Committee’s and 
the Judiciary Committee’s versions of 
this bill would allow the Government 
to intercept all communications of 
overseas targets, including those com-
munications with people inside of the 
United States. However, this also 
means that the Government will nec-
essarily be acquiring the communica-
tions of innocent Americans. 

I commend Senators FEINGOLD, 
WEBB, and TESTER for crafting an 
amendment that will help to safeguard 
the privacy rights of innocent Ameri-
cans whose communications are ac-
quired during the surveillance of over-
seas targets. This new FISA legislation 
will grant the Government authority 
to conduct surveillance on overseas 
targets concerning ‘‘foreign intel-
ligence.’’ This term covers a broad 
range of subjects and the new author-
ity would permit the Government great 
latitude to intercept communications 
without a court order. Once Americans’ 
communications are collected, they 
can be shared widely with other agen-
cies. This Feingold-Webb-Tester provi-
sion permits unfettered acquisition of 
foreign-to-foreign communications and 
of communications of suspected terror-
ists into or out of the United States 
while creating safeguards for commu-
nications not related to terrorism that 

VerDate Aug 31 2005 00:53 Feb 05, 2008 Jkt 069060 PO 00000 Frm 00013 Fmt 4637 Sfmt 0634 E:\CR\FM\G04FE6.022 S04FEPT1sm
ar

tin
ez

 o
n 

P
R

O
D

P
C

61
 w

ith
 S

E
N

A
T

E



CONGRESSIONAL RECORD — SENATES574 February 4, 2008 
the Government knows have one end in 
the United States. If the Government 
is not able to determine beforehand 
whether a communication will be into 
or out of the United States, it can ac-
quire all of those communications 
without prior court approval. What 
this amendment does is add the very 
reasonable protection that if it is later 
determined that a communication in-
volves a person in the United States, 
measures will be taken to segregate 
that information to assure that pri-
vacy is protected appropriately. There 
are exceptions even then to make sure 
that national security is never placed 
at risk. If the communication involves 
terrorism or a suspected terrorist, if 
someone’s safety is at stake, the Gov-
ernment can then access, analyze and 
disseminate that communication. 

This amendment is an important 
check to ensure that the new authority 
we will grant with this bill is used as 
intended. Without it, many law-abiding 
Americans who communicate with 
completely innocent people overseas 
will be swept up in this new form of 
surveillance, with virtually no judicial 
involvement or oversight. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Maryland. 

Mr. CARDIN. Mr. President, let me 
thank my friend from West Virginia for 
clarifying the floor circumstances as 
best we can. 

AMENDMENT NO. 3930 TO AMENDMENT NO. 3911 
Mr. President, I ask unanimous con-

sent to lay aside the pending amend-
ment, and I call up amendment No. 
3930. 

The PRESIDING OFFICER (Mr. 
LEVIN). Without objection, it is so or-
dered. The clerk will report. 

The legislative clerk read as follows: 
The Senator from Maryland [Mr. CARDIN], 

for himself, Ms. MIKULSKI, Mr. LEAHY, Mr. 
ROCKEFELLER, and Mr. SALAZAR, proposes 
amendment numbered 3930. 

The amendment is as follows: 
(Purpose: To modify the sunset provision) 
On page 54, line 16, strike ‘‘2013.’’ and in-

sert the following: ‘‘2011. Notwithstanding 
any other provision of this Act, the transi-
tional procedures under paragraphs (2)(B) 
and (3)(B) of section 302(c) shall apply to any 
order, authorization, or directive, as the case 
may be, issued under title VII of the Foreign 
Intelligence Surveillance Act of 1978, as 
amended by this Act, in effect on December 
31, 2011.’’. 

Mr. CARDIN. Mr. President, first let 
me thank my colleagues for their pa-
tience. We are trying to get through a 
series of amendments on the FISA leg-
islation. 

The amendment I am offering is one 
that was approved by the Judiciary 
Committee, one that I think is very 
important to this legislation moving 
forward, and one which would establish 
a 4-year sunset for congressional re-
view. I am proud that my cosponsors of 
this amendment include Senator 
LEAHY, Senator ROCKEFELLER, Senator 
MIKULSKI, and Senator SALAZAR, and I 
thank the distinguished chairman of 
the Intelligence Committee, Mr. 
ROCKEFELLER, for his leadership and 

for his help in regard to the amend-
ment I am bringing forward. 

I wish to go back a little in time to 
when the original FISA statute was 
passed. During that period of time, we 
had recently come out of Watergate. 
There were certainly indications of 
warrantless surveillance done on Amer-
icans because of their disagreement 
with the administration in power, 
there were indications of warrantless 
surveillance of individuals because 
they happened to disagree with U.S. 
policy in Vietnam, and there was gen-
uine concern that we had not balanced 
properly the Government’s need to ob-
tain information in order to keep us 
safe and the protections of the civil lib-
erties of the people who live in our own 
country. So we tried to enact a statute 
that would provide balance in 1978. 
There was the Church committee re-
port, and in 1978 Congress passed the 
FISA statute. 

I want to start by quoting from one 
of our colleagues, Senator KENNEDY, 
and what he said in 1978 about the 
original passage of the FISA statute— 
the Foreign Intelligence Surveillance 
Act of 1978. He said: 

The complexity of the problem must not be 
underestimated. Electronic surveillance can 
be a useful tool for the government’s gath-
ering of certain kinds of information; yet, if 
abused, it can also constitute a particularly 
indiscriminate and penetrating invasion of 
the privacy of our citizens. My objective over 
the past 6 years has been to reach some kind 
of fair balance that will protect the security 
of the United States without infringing on 
our citizens’ human liberties and rights. 

The Attorney General at that time 
for the Carter administration was Grif-
fin Bell. Attorney General Bell said: 

I believe this bill is remarkable not only in 
the way it has been developed, but also in 
the fact that for the first time in our society 
the clandestine intelligence activities of our 
government shall be subject to the regula-
tion and receive the positive authority of a 
public law for all to inspect. President 
Carter stated it very well in announcing this 
bill when he said that ‘‘one of the most dif-
ficult tasks in a free society like our own is 
the correlation between adequate intel-
ligence to guarantee our Nation’s security 
on the one hand, and the preservation of 
basic human rights on the other.’’ It is a 
very delicate balance to strike, but one 
which is necessary in our society, and a bal-
ance which cannot be achieved by sacrificing 
either our Nation’s security or our civil lib-
erties. 

A lot has happened since 1978 when 
that law was passed. We know that 
technology has changed and the law 
has been amended over its life, but we 
still have the same problem: how to 
balance our need to get information, 
which is important for the protection 
of our Nation, and the civil liberties of 
our citizens. 

I am proud to represent the people of 
Maryland. I am proud of the work done 
by NSA—the National Security Agen-
cy—which is located in Maryland. I 
have visited the National Security 
Agency on many occasions. These men 
and women, dedicated to a mission of 
protecting our country by getting law-

ful information which is important to 
preserve the security of America, do 
their job with great distinction and 
great dedication to our country. 

But we have seen in recent years the 
difficulty in complying with the FISA 
statute. Information obtained from for-
eign sources, because some commu-
nications come through America with 
the new technologies and the way in 
which communications are now han-
dled today, is different than it was 
back in the 1970s. So we need to pass 
this statute. I think everyone here is 
prepared and understands the need for 
us to modernize the FISA statute, but 
we have to get it right. 

Let me mention one debate that has 
been taking place on this floor that the 
chairman and the Republican leader on 
the Intelligence Committee have 
talked frequently about, as has the 
leadership on the Judiciary Com-
mittee, and that is the minimization 
rules. We think we have it right now, 
but we are still concerned about the 
minimization rules. It is interesting to 
go back in history and look at what 
the Senate Judiciary Committee said 
in 1978 about the concerns of Ameri-
cans being caught in the web but not 
being the main focus of our target for 
surveillance. The Senate Judiciary 
Committee observed: 

Also formidable, although incalculable, is 
the chilling effect which warrantless elec-
tronic surveillance may have on the con-
stitutional rights of those who were not tar-
gets of surveillance, but who perceived them-
selves, whether reasonably or unreasonably, 
as potential targets. Our Bill of Rights is 
concerned not only with direct infringe-
ments on constitutional rights, but also with 
Government activities which effectively in-
hibit exercise of these rights. The exercise of 
political freedom depends in large measure 
on citizens’ understanding that they will be 
able to be publicly active and dissent from 
official policy within lawful limits, without 
having to sacrifice the expectation of pri-
vacy that they rightfully hold. Warrantless 
electronic surveillance can violate that un-
derstanding and impair that public con-
fidence so necessary to an uninhibited polit-
ical life. 

That is what we are concerned about 
here. We want to make sure we get this 
right, and we know that over time we 
have seen abuses of the statute. We are 
now concerned about what happens 
when an American is targeted. They 
didn’t think about that before, about 
someone traveling abroad. I congratu-
late the committee for bringing for-
ward a bill that does protect Ameri-
cans who are traveling abroad and are 
a target of surveillance by requiring 
cause be shown. That is how it should 
be. 

I am very concerned about the debate 
we are having in this body concerning 
the exclusivity in the statute we are 
going to pass. There has been a long 
history of debate as to how much arti-
cle II power the President has in regard 
to warrantless surveillance. This is not 
a new subject. But I must tell you, I 
think this administration took that 
issue to a new level. I believe the 
courts agree that the President went 
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too far. So it is our responsibility to 
try to get this right so that we have 
the rule of law behind what the admin-
istration does, rather than trying to 
use article II power, which in fact can 
very easily be abused. 

There is another issue I want to com-
ment on briefly—and I will come back 
to the sunset provisions as to why I 
think the 4 years is so particularly im-
portant in this legislation—and that is 
the immunity issue and the retroactive 
immunity. Retroactive immunity con-
cerns me. I would hope it would con-
cern every Member of the Senate. It 
concerns me not just as it affects the 
telephone companies in their coopera-
tion with this administration—because 
there has been clear evidence that they 
operated under the authority that the 
administration had this power and that 
they were helping their country—but 
what concerns me about granting them 
retroactive immunity is the impact it 
will have on the courts’ oversight of 
the abuse of privacy by the administra-
tion or private companies. 

We need the courts actively involved 
here. We don’t get this right all the 
time, and certainly the administration 
doesn’t get it right all the time. We 
need the courts involved in these 
issues. If we grant retroactive immu-
nity, we are saying we reserve the 
right to take away the third branch of 
Government—the judicial branch of 
Government—for making determina-
tions as to whether an individual’s 
right of privacy is violated. I don’t 
think that is something we want as a 
legacy of this Congress. That is why 
many of us are concerned about using 
retroactive immunity. 

There are other options that are out 
there. I see my distinguished colleague 
from Pennsylvania, Senator SPECTER, 
is here. He has a proposal that I think 
would take care of the concerns of the 
telephone companies yet protect the 
integrity of the courts. I congratulate 
him for that recommendation, and I 
think he has now refined it to the point 
that I hope it will garner the type of 
support necessary for approval by this 
body. 

Senator FEINSTEIN has a proposal 
that, rather than just giving immu-
nity, would at least have the courts 
make the determination as to whether 
the telephone companies are entitled 
to this relief; whether they acted in 
good faith. So at least we have the 
courts involved in this decision rather 
than taking away their authority. I 
think either of those recommendations 
would be a major improvement over 
giving retroactive immunity to tele-
communication companies. 

But let me get to the specifics of the 
amendment I have offered, which is the 
4-year sunset on the provisions. Again I 
am pleased to be joined by several of 
our colleagues. It is interesting to 
point out that sunsets have been part 
of the FISA statute for a long time. 
When the USA PATRIOT Act was 
passed, it contained a 4-year sunset. 
Now why did we put a 4-year sunset in? 

We were worried about whether we got 
it all right. This is something that re-
quired the continued attention of the 
Congress and the administration. In 
fact, we reauthorized it with signifi-
cant changes and then put in another 3- 
year sunset, in this case for one of the 
most controversial provisions. So this 
is something we have done in the past. 

The Protect America Act is a major 
departure from the PATRIOT Act. It 
was passed hurriedly, and no one denies 
that. It was passed hurriedly last Au-
gust, and we weren’t comfortable with 
what we did. The proof is the bill now 
before us is a much better bill. Thank 
goodness we had the sunset. The com-
mittee recognized the need for a sunset 
because they put a 6-year sunset in. 

Why do I think it is so important to 
change that 6 years to 4 years? 

Let me tell you why: I think it is in 
our national interest that the next ad-
ministration taking office in January 
of 2009 be focused on this issue, this 
vital issue of getting the intelligence 
information that is critical to protect 
the safety of the people of this Nation 
but also to protect the civil liberties of 
Americans. 

I think it is vital that the next ad-
ministration look at those opinions 
that came out of the Attorney Gen-
eral’s Office and the White House and 
give a fresh look to it and try to figure 
out if there is not even a better way to 
accomplish both the collection of infor-
mation and the protection of civil lib-
erties. 

If we continue the 6-year sunset, 
there will be no requirement for the 
next administration to take a look at 
this statute. With a 4-year sunset, it 
will come under the watch of the next 
administration. 

It is very interesting that one of my 
colleagues talked about the oppor-
tunity to review documents, and I be-
lieve the distinguished chairman of the 
Intelligence Committee would agree 
with me—from the fact that we had a 
sunset on the bill we passed in August, 
we got a lot more attention from the 
administration on getting material. 
They brought a lot of material into our 
office so we could review it. They co-
operated with us because they knew we 
had to act. If we include a 6-year sun-
set, there will be no requirement for 
the next administration to engage Con-
gress on this issue. I want the next ad-
ministration to engage Congress on 
this issue. 

We have seen the change in tech-
nology since we passed this bill in 1976, 
and technology is changing more rap-
idly than ever before. We do not know 
the next way in which terrorists are 
going to be using it in order to try to 
circumvent our detection as well as our 
laws. We do not know that. So it is im-
portant for us to stay engaged so that 
we can have the most effective tools in 
place, not using the article II power of 
the President but having Congress en-
gaged and making sure we have the 
statutes correct. 

It is another reason I think it is very 
important to have a 4-year sunset. I 

know I am not telling you something 
you do not already know, but the FISA 
statute gives the administration ex-
traordinary powers and very sensitive 
powers as it relates to the privacy of 
people here in America and an issue on 
which we have to make sure we protect 
the rights of our citizens. 

So for all of those reasons, we want 
to stay engaged on this subject. Again, 
I want to emphasize this is not a ques-
tion of no sunset versus a 6-year sun-
set. I understand the administration 
wants no sunset. I can understand that. 
The President probably would want no 
Congress. But the Framers of our Con-
stitution understood the importance of 
the legislative branch of Government. 
It is rated as No. 1, article I. 

I urge my colleagues to support this 
amendment. It is an amendment that 
is offered in good faith. I would encour-
age my colleagues to support the 
amendment. 

I reserve the reminder of my time. 
The PRESIDING OFFICER. The Sen-

ator from West Virginia. 
Mr. ROCKEFELLER. This Senator 

would add an additional complication 
but one which is necessary and highly 
important. 

Senator LEAHY, as I indicated, gave a 
very moving statement. We now have 
two more Senators on the floor who 
wish to discuss equally tragic cir-
cumstances with members of either the 
family or close friends in the gallery, 
which means we cannot postpone, for a 
variety of reasons which the senior 
Senator gave me. 

I ask unanimous consent that we set 
the pending amendment aside tempo-
rarily and first call upon the junior 
Senator from Pennsylvania and then 
the senior Senator from Pennsylvania 
to make a few short remarks. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. The junior 
Senator from Pennsylvania is recog-
nized. 

Mr. CASEY. Mr. President, I ask 
unanimous consent to speak as in 
morning business. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

(The remarks of Mr. CASEY and Mr. 
SPECTER pertaining to the submission 
of S. Res. 442 are printed in today’s 
RECORD under ‘‘Submitted Resolu-
tions.’’) 

(The remarks of Mr. SPECTER per-
taining to the introduction of S. 2591 
are printed in today’s RECORD under 
‘‘Statements on Introduced Bills and 
Joint Resolutions.’’) 

Mr. SPECTER. Mr. President, I 
thank the managers of the bill for the 
time. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from West Virginia. 
Mr. ROCKEFELLER. Mr. President, 

in the absence of the Senator from 
Maryland, I yield myself 5 minutes 
from the time controlled by Senator 
CARDIN on his amendment. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 
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AMENDMENT NO. 3930 

Mr. ROCKEFELLER. Mr. President, 
this Senator supports the amendment 
of the Senator from Maryland to revise 
the sunset provision of the bill so that 
the new authority established under 
this act will expire after 4 years. 

This Senator had originally started 
out supporting a 4-year sunset because 
it seemed to make sense because it 
comes during the next President’s term 
in office. 

This is supremely important legisla-
tion. There is no one—with the excep-
tion of the administration—who has 
objected, no committee which has ob-
jected to the idea of considering a sun-
set review. The reason is very clear: 
One wants to make sure, when you are 
balancing foreign intelligence collec-
tion, intelligence collection in general, 
and civil liberties, that one has the 
right balance. The question before us 
today is what date in the future makes 
the most sense for a sunset. 

There are a number of new initiatives 
which are either proposed to be started 
in this legislation or which will be 
started in this legislation, and none of 
them are entirely predictable. 

I think a 4-year sunset makes a lot of 
sense because it is so important that 
we know what we are doing, that we 
know we are doing it right, and that we 
know the intelligence community 
knows it is doing its work correctly—I 
do not mean badly or superbly but sim-
ply that they are getting it the way 
they want to do it and it is compatible 
with the spirit of the law, that the Con-
gress and the administration are in 
sync on it. We do this before we settle 
this into permanent law. 

This is all new. Everything changed 
on 9/11. Many considerations under the 
law, particularly with respect to the 
gathering of intelligence and the pro-
tection of privacy, changed. This is es-
pecially important in light of the rapid 
pace of change in telecommunications 
technology—one of the main reasons 
were are here today revising FISA. 

I think we need to have a 4-year sun-
set amendment. I do think it is impor-
tant that the intelligence community, 
the Congress, and the administration 
come back together in 4 years. Con-
gress, obviously, can bring it up any-
time we want. On the other hand, if we 
do it this way, with a 4-year sunset 
amendment, it obliges all participants 
to come to participate. That is the way 
we get resolved what works and what 
does not work, and we learn from the 
intelligence people, and they learn 
from us, as to what we think is the best 
way to proceed. 

So I do strongly support that amend-
ment. It would take us to December 31, 
2011. This four year period would give 
the intelligence community ample 
time to move ahead but it also ensures 
that the decision on permanency is 
made when Congress and the executive 
branch are prepared to evaluate the 
legislation again. As I have indicated, I 
support the amendment. 

I yield the floor. 

Several Senators addressed the 
Chair. 

The PRESIDING OFFICER. The Re-
publican floor manager, I think by our 
tradition, is to be recognized. 

Mr. BOND. Mr. President, I thank the 
Chair. 

I appreciate the opportunity to share 
a few views on the amendment. Again, 
on this measure, as on the others, I 
have a number of my colleagues who 
have indicated a desire to speak on it, 
so I am only going to take a very few 
minutes. 

But let’s be clear: When this issue 
came before the Intelligence Com-
mittee, we worked on a bipartisan 
basis to compromise. I think we had, as 
I have said before, a very good com-
promise. Everybody gave. I did not 
want any sunset. I felt providing our 
intelligence community the ability to 
establish a good, strong, adequately 
protected but yet effective means of 
intercepting foreign intelligence com-
munications was vitally important so 
the intelligence community would 
know they had this ability. 

Moreover, I have had the oppor-
tunity, in the last couple years, to 
meet with many of our allies abroad. 
Our allies depend upon our ability to 
intercept communications that lead to 
the disruption of terrorist attacks in 
other countries. 

Again, I ask my colleagues who want 
to know what the Protect America Act 
has done to review the classified com-
munication that the Director of Na-
tional Intelligence sent us saying how 
many times and where in foreign coun-
tries we were able to provide vital in-
formation through our collection of 
electronic signals to the governments 
that wanted to be able to prevent ter-
rorist attacks and were significantly 
enabled to do so by means of our col-
lection efforts. Probably the reason for 
keeping it a permanent law was best 
expressed by the Attorney General, 
Mike Mukasey. When he was asked 
about why we shouldn’t have a sunset, 
he said: The enemies, the Islamist ter-
rorists who want to do us harm, do not 
put a sunset on their fatwas, their or-
ders to go out and kill Americans and 
kill our allies and kill our troops 
abroad. 

There is no immediate prospect of 
cessation of foreign terrorist activities 
or proliferation of weapons of mass de-
struction or even threats from coun-
tries that are absolutely hostile and 
dangerous to the United States. To put 
an artificial time limit on it makes no 
sense. 

I have a different view of what the 
Intelligence Committee should be 
doing. One of the things we see, as we 
have discussed some of these amend-
ments, is that those of us on the Intel-
ligence Committee have special access 
to all this information, but we have a 
heavy responsibility. We try to carry it 
out well. Every time we explain on the 
floor what our intelligence activities 
are concerning, even in an unclassified 
setting, the more we talk about it, the 

more our enemies—those who would 
seek to do us harm—learn about our in-
telligence collection capabilities. 
Bringing this back to the floor will en-
able them, once again, to learn more 
about what we are doing and when we 
are doing it. 

Frankly, having a sunset that expires 
just before a new administration is 
sworn in after the 2012 elections seems 
to me not to make much sense. If there 
are changes needed in the Foreign In-
telligence Surveillance Act amend-
ments of 2008, it is our job on the Intel-
ligence Committee to conduct con-
tinuing oversight. If there is a problem 
with that activity, if it is inadequate 
or if it is not properly regulated, then 
it is our job in our oversight hearings 
to bring that to the floor and bring 
that particular fix or that particular 
change that is needed to the floor im-
mediately. We shouldn’t wait 6 years or 
even 4 years. If we need to fix it, we 
need to find out what fixing is needed, 
and we need to take those steps at that 
time, not wait for 4 years or 6 years. 
All we do by setting an artificial time 
limit on it is to say to those who seek 
to do us harm: Well, if you go past the 
deadline, who knows? Maybe the Con-
gress will not be able to adopt an ex-
tension. Maybe we will be able to com-
municate with our operatives in the 
United States and elsewhere without 
surveillance. It causes uncertainty in 
the intelligence community, and I be-
lieve it is not wise to cut back on the 
compromise we reached on a bipartisan 
basis in passing out the FISA amend-
ments of 2008 by a 13-to-2 vote. 

So I urge my colleagues to vote 
against this amendment. 

I yield the floor, and I reserve the re-
mainder of the time on this side. 

The PRESIDING OFFICER. The Sen-
ator from Maryland is recognized. 

Mr. CARDIN. Mr. President, first, let 
me thank the distinguished chairman 
of the Intelligence Committee for his 
support for this amendment. He has 
helped in bringing it forward. Let me 
respond, if I might, to Senator BOND’s 
points. 

First, let me point out that the co-
operation we receive from the execu-
tive branch is very much enhanced 
when they know we have to pass a stat-
ute. All we need to look at is the co-
operation we have received over the 
last several years from this adminis-
tration to know that when we get to a 
point where Congress needs to act, we 
get the help of the administration in 
bringing us on board. 

As to the comments by the Repub-
lican leader on the committee that the 
terrorists don’t have sunsets, they also 
don’t have a legislature. They don’t 
have democracy. They don’t have any 
process that is open. They have no re-
spect for civil liberties. We fight for 
this Nation because of what this Na-
tion stands for. We know there are 
abuses of power, and we have a respon-
sibility to take action on them. Sun-
sets have worked on the FISA statute. 
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My colleague from Missouri has sup-
ported sunsets at different times dur-
ing the process. We had it in the PA-
TRIOT Act, and in the renewal of the 
PATRIOT Act we still have sunsets. We 
had sunsets on the original Protect 
America Act, and the bill that came 
out of the Intelligence Committee has 
a sunset in it. 

I understand the administration is 
against sunsets. I understand that. I 
don’t agree with the administration’s 
view and the way they use the power 
that was given to them—that they 
thought was given to them. I think 
they have abused it at times. Thank 
goodness we had oversight to try to 
rein that in, and thank goodness we 
had the courts looking at what they 
were doing. 

So the point is whether it should be 
6 years or 4 years. I think it is criti-
cally important that the next adminis-
tration work with this Congress to 
take a look at how this administration 
used the power and take a look at the 
legal opinions that were written so we 
have a comfort level between Congress 
and the next administration on pro-
tecting the security of America and 
protecting the civil liberties of the peo-
ple who live in this Nation. That is 
why I believe the 4-year sunset is so 
important. 

I respect the view of my colleague 
from Missouri as to the predictability 
of statutes. We are not going to let the 
authorities expire. We are going to 
carry out our responsibility. We know 
that. There is not a person who is a 
Member of this body who disagrees 
with giving the appropriate tools to 
the intelligence community. 

As I said earlier, I am very proud of 
the work that is done at NSA in the 
State of Maryland by dedicated men 
and women. They can’t send out press 
releases when they do things that are 
very important to our country in pro-
tecting our security. They do a great 
job. We owe them the type of support 
that includes a statute that is defini-
tive and makes sense and that we pass; 
also, that we continue to be their part-
ners and continue the oversight with 
the change in technology and continue 
to work with the executive branch to 
make sure we get it right. 

I urge my colleagues to support the 
amendment. I reserve the remainder of 
my time. 

Mr. LEAHY. Mr. President, I think 
we all recognize that this legislation 
would provide broad and untested new 
powers to the executive branch. We are 
willing to do that in order to protect 
our national security. But this surveil-
lance does not just affect foreign tar-
gets; it also affects the privacy rights 
of potentially millions of American 
citizens. That is why it is so important 
that we get this right. And that is why 
I support Senator CARDIN’s amend-
ment, which would reduce the sunset 
provision of this bill from 6 years to 4 
years. 

We are dealing with untested proce-
dures; we have no assurance that what 

we are doing now will properly protect 
national security or the privacy rights 
of Americans. Many questions remain 
about how the new authorities that 
Congress is prepared to grant will be 
implemented, whether they will be ef-
fective, and—equally important—the 
extent to which they will intrude on 
innocent conversation of Americans. 
As we understand more about these au-
thorities—and perhaps as technology 
allows us to improve our approach to 
this important surveillance—the exec-
utive branch and the Congress should 
reevaluate these sensitive authorities. 

There is too much here that is new 
and untested to allow the authorities 
to go longer than even expiration of 
the next President’s term before re-
quiring a thorough review. A 4-year 
sunset makes sense. It will allow the 
next President 3 years of experience 
under these authorities to monitor how 
these new powers are being carried out. 
And it is an appropriate time for the 
Congress to evaluate whether the legis-
lation strikes the right balance be-
tween national security needs and 
Americans’ civil liberties. 

The PRESIDING OFFICER. The Sen-
ator from Wisconsin is recognized. 

Mr. FEINGOLD. I thank the Senator 
from Maryland for his leadership on 
the sunset issue. I ask unanimous con-
sent that the pending amendment be 
set aside. 

The PRESIDING OFFICER. Is there 
objection? 

Without objection, it is so ordered. 
AMENDMENT NO. 3915 TO AMENDMENT NO. 3911 
Mr. FEINGOLD. Mr. President, I call 

up amendment No. 3915. 
The PRESIDING OFFICER. The 

clerk will report. 
The assistant legislative clerk read 

as follows: 
The Senator from Wisconsin [Mr. FEIN-

GOLD], for himself and Mr. DODD, proposes an 
amendment numbered 3915. 

Mr. FEINGOLD. Mr. President, I ask 
unanimous consent that the reading of 
the amendment be dispensed with. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The amendment is as follows: 
(Purpose: To place flexible limits on the use 

of information obtained using unlawful 
procedures) 
On page 17, strike line 20 and all that fol-

lows through page 18, line 11, and insert the 
following: 

‘‘(B) CORRECTION OF DEFICIENCIES.— 
‘‘(i) IN GENERAL.—If the Court finds that a 

certification required by subsection (f) does 
not contain all of the required elements, or 
that the procedures required by subsections 
(d) and (e) are not consistent with the re-
quirements of those subsections or the 
fourth amendment to the Constitution of the 
United States, the Court shall issue an order 
directing the Government to, at the Govern-
ment’s election and to the extent required by 
the Court’s order— 

‘‘(I) correct any deficiency identified by 
the Court’s order not later than 30 days after 
the date the Court issues the order; or 

‘‘(II) cease the acquisition authorized 
under subsection (a). 

‘‘(ii) LIMITATION ON USE OF INFORMATION.— 
‘‘(I) IN GENERAL.—Except as provided in 

subclause (II), no information obtained or 

evidence derived from an acquisition under 
clause (i)(I) concerning any United States 
person shall be received in evidence or other-
wise disclosed in any trial, hearing, or other 
proceeding in or before any court, grand 
jury, department, office, agency, regulatory 
body, legislative committee, or other au-
thority of the United States, a State, or po-
litical subdivision thereof, and no informa-
tion concerning any United States person ac-
quired from such acquisition shall subse-
quently be used or disclosed in any other 
manner by Federal officers or employees 
without the consent of such person, except 
with the approval of the Attorney General if 
the information indicates a threat of death 
or serious bodily harm to any person. 

‘‘(II) EXCEPTION.—If the Government cor-
rects any deficiency identified by the Court’s 
order under clause (i), the Court may permit 
the use or disclosure of information acquired 
before the date of the correction pursuant to 
such minimization procedures as the Court 
shall establish for purposes of this clause. 

Mr. FEINGOLD. Mr. President, this 
amendment is a provision that was 
part of the Judiciary Committee bill. 
It was included in a larger substitute 
amendment adopted in that committee 
that was sponsored by Senator LEAHY 
and cosponsored by Senator FEINSTEIN, 
Senator SCHUMER, and others. 

This amendment puts no additional 
limits on the Government’s ability to 
target people overseas under this legis-
lation or to collect information about 
those people. All it does is help ensure 
that the Government’s procedures fol-
low the requirements that are laid out 
in the bill. It fixes an enormous prob-
lem in the Intelligence Committee bill: 
the complete lack of any incentive for 
the Government to do what the bill 
tells it to do, namely, target people 
overseas rather than people in Amer-
ica. 

There are many aspects of this bill 
that have generated strong disagree-
ment, but one thing on which everyone 
in this Chamber should agree is that 
the Government should not be using 
these authorities to target the con-
versations of innocent Americans in 
their homes and offices in the United 
States. For that, the Government 
should have to get an individualized 
court order, as it always has. 

The bill requires the Attorney Gen-
eral, in consultation with the Director 
of National Intelligence, to adopt tar-
geting procedures that are reasonably 
designed to ensure that only people 
outside the United States are targeted. 
The bill also requires the Attorney 
General, in consultation with the Di-
rector of National Intelligence, to 
adopt minimization procedures to gov-
ern the retention and dissemination of 
information about Americans that is 
captured in the course of the surveil-
lance. 

All of this sounds good. The tar-
geting procedures, in particular, are 
one of the few safeguards built into 
this legislation. Yet, remarkably, the 
Intelligence Committee bill does noth-
ing to ensure the Government will fol-
low them. They are basically non-bind-
ing. The FISA Court does not have to 
approve the procedures before they are 
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implemented. If the Government devel-
ops procedures that target Americans 
in this country, in violation of the law, 
the FISA Court can reject those proce-
dures and require them to develop new 
ones but only after those procedures 
have already been in effect. 

The bill does nothing to stop the 
Government from continuing to use 
and share the information it collected 
under those illegal procedures. Think 
about that. The Government develops 
and implements procedures the FISA 
Court later finds out are not reason-
ably designed to target people who are 
outside the United States, meaning the 
procedures likely permit the targeting 
of Americans here at home—something 
we all agree should not be permitted 
under this bill. Yet if the Government 
has been using those unlawful proce-
dures while the FISA Court reviews 
them, it can keep and freely share any 
communications it gathered. In theory, 
the Government could play this game 
indefinitely, periodically revising its 
procedures and all the while using and 
disseminating information that has 
been illegally collected under prior 
procedures rejected by the court. 

My amendment would solve this 
problem, at least in part, by allowing 
the FISA Court to put limits on the 
use of information about Americans 
the Government has gathered using 
procedures the court later finds do not 
comply with the requirements of this 
legislation. 

These types of use limitations are 
not a new concept. Indeed, they are 
borrowed from another part of FISA. 
Under current law, if the Government 
in an emergency starts surveillance of 
an American without a court order and 
the court later determines the surveil-
lance was not lawful, FISA places lim-
its on how the Government can use 
that unlawfully gathered information. 
It is simple common sense: If the Gov-
ernment wasn’t supposed to obtain this 
information under the law, then the 
Government shouldn’t be permitted to 
use this information except in a true 
emergency. Otherwise, the limit on ob-
taining the information in the first 
place isn’t worth the paper it is printed 
on—it’s just there for show. 

This amendment adopts the same 
basic idea, but with significantly more 
leeway for the Government. Under the 
amendment, if the Government col-
lects information using unlawful proce-
dures, the default is that the Govern-
ment may only use the information re-
garding U.S. persons—namely, the in-
formation the Government was never 
supposed to collect in the first place— 
in an emergency involving a threat of 
death or serious bodily harm to any 
person. But the Government can con-
tinue to freely use information col-
lected on foreign persons. 

The amendment also provides signifi-
cant additional flexibility. It gives the 
FISA Court discretion to allow the 
Government to use even information 
about U.S. persons—information col-
lected illegally—as long as the Govern-

ment ultimately fixes the defective 
procedures. That is a very broad excep-
tion to the use limitation, but impor-
tantly, it is an exception that is over-
seen and applied by the FISA Court. 

This is the bare minimum we could 
possibly do to encourage the Govern-
ment to adopt and adhere to lawful tar-
geting and minimization procedures in 
the first place. The practical effect of 
this amendment is simply to give the 
FISA Court the option of prohibiting 
the use of information about U.S. per-
sons obtained illegally—in violation of 
the very act we are debating. Given the 
FISA Court’s history of overwhelming 
deference to the executive branch, it is 
quite clear the court will exercise this 
option, if ever, only in the most egre-
gious cases of Government excess or 
abuse. And as I said before, the Govern-
ment will always have the ability to 
use information about foreign persons 
and any information that indicates a 
threat of death or serious bodily harm. 

Just to be clear, no one is talking 
about holding the Government to a 
standard of perfection. The bill we are 
debating does not require the Govern-
ment to develop procedures that ensure 
that in every instance, only people 
overseas are targeted. Instead, it re-
quires the Government to develop pro-
cedures that are reasonably designed to 
target people who are reasonably be-
lieved to be outside the United States. 
So the use limitation I am proposing 
would come into play only if several 
things happen: First, the Government 
failed to get court clearance for its 
procedures before implementing them; 
second, the procedures were not even 
reasonably designed to meet the mod-
est goal of targeting people reasonably 
believed to be overseas; third, the Gov-
ernment failed to correct the problem 
when given a chance to do so, or the 
FISA Court decides not to allow the 
use of the illegally collected informa-
tion despite the procedures being fixed; 
fourth, the information involves a U.S. 
person; and fifth, the information does 
not indicate a threat of death or seri-
ous bodily harm. All these things have 
to be true in order for there to be any 
limitation here at all. 

This is an extremely modest safe-
guard against unlawful procedures and 
one that gives the Government ample 
leeway to develop sound targeting pro-
cedures while simultaneously getting 
and using the information it needs. 

It comes down to a very simple ques-
tion: Do we mean what we say when we 
declare that Americans in this country 
should not be targeted under the pow-
ers we are giving the Government in 
this legislation? If we do mean what we 
say, we should have no problem saying 
that the use of information obtained 
through procedures that target Ameri-
cans can be blocked by the FISA Court, 
since that information should never 
have been obtained in the first place. If 
we don’t say that, then the targeting 
and minimization requirements are 
really just suggestions, and the sup-
porters of the bill are not serious when 

they say they only want to go after for-
eigners overseas. 

This amendment is based on a com-
monsense provision that already exists 
in FISA, with significant additional 
flexibility for the Government. It gives 
the Government a modest incentive to 
comply with the law, without taking 
away any of the legitimate tools it 
needs to respond to foreign threats. 
And it was already adopted by the Ju-
diciary Committee. 

I urge my colleagues to support the 
amendment, and I reserve the remain-
der of my time. 

The PRESIDING OFFICER (Ms. 
STABENOW). The Senator from Mis-
souri. 

Mr. BOND. Madam President, I rise 
in opposition to another amendment 
that has been argued very strongly on 
the other side but which would impose 
additional operational burdens and 
limit the ability of our collective agen-
cies in the intelligence community to 
get the information they need and to 
be able to use it to keep our country 
safe. 

We have gone through all of these, 
and we have worked to develop much 
greater protections for American citi-
zens. One of the protections the Amer-
ican citizens seek from us is the pro-
tection from foreign attack and ter-
rorist attack. If we hamstring our in-
telligence community—as they were 
hamstrung under the new techniques 
under the old FISA law—you will find 
out we cannot collect the information 
we need. This burden—this superexclu-
sionary rule—goes far beyond what is 
necessary to protect American citizens. 

While supporters of the amendment 
may argue that a similar rule appears 
elsewhere in FISA, it is important to 
remember that rule is limited to indi-
vidual domestic surveillance and 
searches, where the court has found 
there is no probable cause to target 
that person. That is very different and 
is a very important protection for 
Americans from searches and seizures 
and surveillance without a court 
order—not a properly developed court 
order. 

This amendment tries to apply that 
same rule to foreign targeting, when 
there may be a deficiency identified in 
the targeting or minimization proce-
dures. Applying an exclusionary rule in 
the context of a domestic surveillance 
involving a small number of targets is 
manageable and it must be done to pro-
tect Americans. It makes no sense if 
there is no finding of probable cause. 
That is the threshold under which that 
rule applies. But it makes no sense to 
exclude the use of information simply 
because there is a deficiency—any defi-
ciency—in the certification or proce-
dures used to target foreign terrorists 
overseas. That is whom we are talking 
about; that is the overwhelming 
amount of the collection—against for-
eign targets, foreign terrorists, and 
others with weapons of mass destruc-
tion plans or proliferation or foreign 
powers. It makes no sense to say a defi-
ciency, which can be corrected, should 
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require all the information collected to 
be suppressed. 

For example, this automatic suppres-
sion rule would make the Government 
temporarily sequester significant 
amounts of data, potentially, that 
might contain vital foreign intel-
ligence information—obviously, there 
is a qualification—but not amount to 
information that indicates a threat of 
death or serious bodily injury during a 
period of time when the Government is 
attempting to correct a relatively 
minor or inadvertent deficiency. 

That is unreasonable, and it is one 
more administrative burden to place on 
the intelligence community. Moreover, 
the Intelligence Committee’s bill al-
ready provides an adequate remedy if 
the FISA Court ultimately determines 
that the collection is improper; it may 
order the Government to cease collec-
tion. 

The court then has the inherent au-
thority to fashion an appropriate rem-
edy to address the collection and the 
contents that have been collected in a 
manner inconsistent with the law and 
the authorities of the collecting agen-
cy. 

This amendment does not fix a prob-
lem with the statute. Instead, it poten-
tially creates a problem that could 
have unintended operational con-
sequences for our intelligence commu-
nity. They don’t need any more bur-
dens. They have all the challenges they 
need in trying to intercept, translate, 
incorporate, and divine the intents of 
terrorists. There is more than enough 
work to do for our intelligence ana-
lysts just to stay within the existing 
boundaries we have applied in the pro-
tection for American citizens, without 
them having to fear we will lose vital 
foreign intelligence collection informa-
tion because there was some minor de-
ficiency that may later be identified by 
the court. That would make our coun-
try less safe and it is not warranted. 

Therefore, I encourage my colleagues 
to join me in voting against this 
amendment. 

I yield the floor to my colleague, the 
chairman. 

The PRESIDING OFFICER. The Sen-
ator from West Virginia is recognized. 

Mr. ROCKEFELLER. Senator FEIN-
GOLD’s amendment concerns the effects 
of a court determination that there are 
deficiencies in the Government’s proce-
dures under the new authority. This is 
a complicated issue and I think it is 
important to explain why I cannot sup-
port this amendment. 

I wish to add that what the vice 
chairman and I both believe all of this 
is going to be litigated in the courts for 
decades to come, and all that is said 
here by us and everybody else becomes 
an important part of the record. 

Under the Intelligence Committee 
bill, the FISA Court is required to re-
view the Government’s certification, 
targeting procedures, and minimiza-
tion procedures to ensure their ade-
quacy. If the court finds a deficiency in 
either the minimization or targeting 

procedures, the Intelligence Committee 
bill requires the Government correct 
the deficiency or cease the acquisition. 

The Feingold amendment goes be-
yond requiring that collection be ter-
minated or deficiencies corrected. It 
restricts the use or disclosure of any 
information collected that concerns 
U.S. persons. 

Unless the Attorney General deter-
mines the information indicates a 
threat of death or serious bodily harm 
or the person consents, the amendment 
would prevent the Government from 
sharing or disseminating with anyone 
in the Federal Government any infor-
mation already acquired under the new 
procedure that concerns U.S. persons. 

I can understand that there may be, 
at first glance, some appeal to that 
idea. Senator FEINGOLD, for example, 
has said it is important to ensure there 
are consequences when the Govern-
ment has not adequately developed its 
procedures. Hard to argue. 

But looking at the consequences of 
this amendment in more detail makes 
it clear the provision is impractical. 
And it creates serious risks that we 
will lose valuable intelligence. 

The language of the Senator’s 
amendment is taken from the emer-
gency provisions currently in FISA. 
Under those provisions, the Attorney 
General can authorize electronic sur-
veillance without a court order in an 
emergency, as long as an application 
for an order is submitted to the court 
within 72 hours. If a court does not ap-
prove the FISA collection on an indi-
vidual target after this emergency in-
telligence collection has begun, FISA 
prevents the intelligence collected 
from being ‘‘used or disclosed in any 
. . . manner by Federal officers or em-
ployees without the consent of such 
persons,’’ unless the Attorney General 
determines the information indicates a 
threat of death or serious bodily harm. 

The impact of this existing emer-
gency provision in FISA, however, is 
far different than the impact of Sen-
ator FEINGOLD’s amendment. 

In contrast to limiting the use of a 
small amount of information collected 
on one target during 72 hours of emer-
gency procedures, Senator FEINGOLD’s 
amendment potentially limits use of 
all information gathered through a new 
system of intelligence collection. To 
understand why these are different sit-
uations, it is useful to consider the dif-
ference between traditional FISA ap-
plications and orders and the new title 
VII provisions. 

Unlike traditional FISA applications 
and orders, which involve collection on 
one individual target, the new FISA 
provisions create a system of collec-
tion. The court’s role in this system of 
collection is not to consider probable 
cause on individual targets but to en-
sure that the procedures used to collect 
intelligence are adequate. The court’s 
determination of the adequacy of pro-
cedures, therefore, impacts all elec-
tronic communications gathered under 
the new mechanism, even if it involves 
thousands of targets. I will repeat that. 

Senator FEINGOLD’s amendment ap-
plies to all of this intelligence collec-
tion. If the court finds a deficiency 
that the Government does not correct 
within 30 days, the Federal Govern-
ment could not disclose any informa-
tion on U.S. persons that was gathered 
as part of the new intelligence collec-
tion system without the consent of the 
person. 

Thus, unlike existing emergency pro-
cedures, which limit the use of a small 
amount of intelligence gathered over a 
72-hour period on one target, Senator 
FEINGOLD’s amendment would poten-
tially restrict the use of large amounts 
of intelligence, without regard to the 
importance of the intelligence. 

In addition, under the Feingold 
amendment, intelligence analysts 
would have to determine whether the 
collected intelligence contained infor-
mation concerning U.S. persons. The 
Feingold amendment would require the 
intelligence analysts to sift through all 
of the intelligence collected under the 
new process in order to identify infor-
mation potentially subject to restric-
tion. 

As part of that process, analysts 
might be required to look at informa-
tion that had not previously been ana-
lyzed in detail because it did not ap-
pear to contain significant foreign in-
telligence information, in order to de-
termine whether the information con-
cerned U.S. persons. 

Senator FEINGOLD’s amendment, 
therefore, has the potential to be more 
intrusive of U.S. privacy interests than 
the initial collection. 

Finally, this limitation on use ap-
plies regardless of what deficiency is 
found by the court, as long as the defi-
ciency is not corrected within 30 days. 
Even if the court finds a minor defi-
ciency in the procedures and the Gov-
ernment is acting in good faith to cor-
rect it, this provision would require the 
intelligence community to prevent any 
disclosure of the information. 

Please consider that, Madam Presi-
dent—to share with nobody in the Gov-
ernment. 

In sum, this provision could restrict 
the use of significant amounts of intel-
ligence based solely on minor defi-
ciencies in procedures. It may also re-
quire the intelligence community to 
focus its analytical resources on satis-
fying this provision rather than on col-
lecting and analyzing the intelligence 
needed to protect this country. 

In my view, this allocation of re-
sources makes no sense. I therefore 
cannot support this amendment. 

I reserve the remaining time, which 
is about 4 minutes. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Wisconsin. 
Mr. FEINGOLD. Madam President, 

let me agree with the Chair that it is 
important to clarify what these amend-
ments do and do not do, not only for 
purposes of voting on the amendment, 
but for any court consideration of this 
issue. 
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The arguments of the chairman and 

ranking member do not relate, in many 
cases, to the amendment that has been 
put forward. The Senator from Mis-
souri just made the argument that my 
amendment differs from the use limit 
provisions for emergency surveillance 
because my amendment would limit 
the use of information about foreign 
targets. But that is not true. That is 
not the amendment I offered. My 
amendment only puts limits on infor-
mation about U.S. persons. The Gov-
ernment can always use information 
about foreign persons. 

With regard to the comments of the 
Chair of the committee, the supposed 
burden of identifying which commu-
nications involved U.S. persons only 
comes up if the Government starts its 
targeting procedures before it gets 
court approval, and then fails to keep 
track of what it is collecting during 
that time. And it only comes up if the 
Government procedures are targeting 
Americans in the United States, in 
which case I think there are over-
whelming policy and constitutional 
reasons why this information needs to 
be retrieved and its use limited. 

Moreover, if the intelligence commu-
nity is concerned about this potential 
burden, it can do what it says it al-
ready does with information gathered 
using the PAA, and that is to label it. 
Then it shouldn’t have any problem 
finding it later on; it shouldn’t be cum-
bersome. 

The arguments of the chairman and 
ranking member would yield the fol-
lowing result: We set up rules for the 
Government, the Government doesn’t 
follow the rules, and there is simply no 
consequence at all. The law has no 
teeth. There is no incentive for the 
Government to follow the rules. 

Again, under my amendment, the 
Government can use information even 
about U.S. persons if it indicates a 
threat of death and serious bodily 
harm, and the FISA Court can allow 
the Government to use any informa-
tion if the Government fixes the defec-
tive procedures. On that point, I am 
very troubled by the arguments of the 
Senator from Missouri. He says that 
my amendment will not even allow the 
Government to fix the problem with its 
procedures. That is absolutely false. I 
specifically stated that the Govern-
ment is given an opportunity to fix the 
problem. If it fixes the problem, the 
FISA Court can allow it to use the in-
formation. 

If the Government gets a complete 
free pass and faces no consequence 
whatsoever for adopting and imple-
menting unlawful procedures, then the 
law’s requirements for targeting and 
minimization procedures and the FISA 
Court’s oversight of these procedures 
have no meaning. The Government 
would be allowed to intrude on the pri-
vate conversations of Americans with 
no consequences. 

This amendment contains a very 
modest series of provisions. It gives the 
court and the Government tremendous 

flexibility. If the Government makes 
even a reasonable effort to address the 
concerns of the FISA Court, there will 
be no disruption of the information the 
Government needs—and, of course, 
none is intended. 

I reserve the remainder of my time. 
The PRESIDING OFFICER. The Sen-

ator from West Virginia. 
Mr. ROCKEFELLER. Madam Presi-

dent, in two sentences, thousands of 
targets in the Senator’s amendment, 
thousands of targets, all foreign means 
hundreds or thousands of pieces of in-
telligence. Intelligence does not come 
as one lump. It is an enormous array of 
collection of all kinds of things which 
are stitched together over time. All 
that intelligence could be lost under 
the Feingold amendment if there were 
only U.S. person information that was 
involved. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Wisconsin. 
Mr. FEINGOLD. Madam President, in 

response to the Senator from West Vir-
ginia, it is true that the use limits in 
my amendment would apply to any in-
formation about U.S. persons gathered 
under unlawful procedures, other than 
information indicating a threat of bod-
ily harm. That is why the amendment 
provides significantly more flexibility 
to the Government than the use limits 
for emergency surveillance. The FISA 
Court can allow the Government to use 
even information about U.S. persons as 
long as the Government corrects the 
defective procedures. That is a huge ex-
ception that is not present in the emer-
gency use limits provision. 

The PRESIDING OFFICER. If the 
Senator will suspend, the Senate is op-
erating under a previous order for 5:20 
p.m. 

f 

RECOVERY REBATES AND ECO-
NOMIC STIMULUS FOR THE 
AMERICAN PEOPLE ACT OF 2008— 
MOTION TO PROCEED 

The PRESIDING OFFICER. Under 
the previous order, the time until 5:30 
p.m. is to be divided between the two 
leaders or their designees, with the Re-
publican leader controlling the first 5 
minutes. 

Who yields time? 
Mr. ROCKEFELLER. Madam Presi-

dent, I suggest the absence of a 
quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The bill clerk proceeded to call the 
roll. 

Mr. BAUCUS, Madam President, I 
ask unanimous consent that the order 
for the quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. BAUCUS. Madam President, the 
Book of Proverbs teaches: 

Listen to your father, who gave you life, 
and do not despise your mother when she is 
old. 

This afternoon, the Senate will begin 
to address whether we honor our moth-

ers and fathers, our grandmothers and 
grandfathers. The Senate will begin to 
address whether we extend needed 
stimulus checks to 20 million seniors 
whom the House of Representatives 
left behind. 

The author Pearl S. Buck said: 
Our society must make it . . . possible for 

old people not to fear the young or be de-
serted by them, for the test of a civilization 
is the way that it cares for its helpless mem-
bers. 

This afternoon, the Senate will begin 
to be tested. The Senate will be tested 
whether it cares for 20 million seniors 
or deserts them, as did the House of 
Representatives. 

America’s seniors deserve to get 
stimulus checks every bit as much as 
other Americans. They worked hard, 
very hard all their lives. They paid a 
lifetime of taxes. They contribute to 
the economy. And with the economy 
turning down, seniors can use the stim-
ulus checks every bit as much as other 
Americans. Everyone knows the Social 
Security check does not pay the bills. 
The average retiree’s Social Security 
check is about $1,000 a month, and with 
the current hard times and gas, food, 
and health care costs all increasing, it 
makes it even more difficult for them. 

Two out of three Social Security 
beneficiaries get most of their income 
from Social Security. Two out of three 
get most of their income from Social 
Security. Social Security is the only 
income for nearly one in five seniors, 
and without Social Security, most 
older Americans would live in poverty. 
Without Social Security, more than 50 
percent of senior citizens would be liv-
ing in poverty today. 

Because they can use the money, sen-
iors are excellent targets for economic 
stimulus checks. Because they can use 
the money, they will spend it quickly. 

The chart I have next to me is a re-
minder that the Senate bill provides 
rebate checks for 20 million Americans. 
The House of Representatives excludes 
rebate checks for these 20 million 
Americans. 

Americans over age 65 spend 92 per-
cent of their incomes. Households 
headed by a person over age 75 spend 98 
percent of their income. That is higher 
than any other demographic group over 
the age of 25. Seniors spend their 
money. That means checks sent to sen-
iors will have a greater bang for the 
buck in terms of helping the economy. 
The Finance Committee amendment 
will help 20 million seniors left out of 
the House bill. The Finance Committee 
amendment will provide seniors with 
rebate checks of $500, and the House 
bill will not help those 20 million sen-
iors. 

The Finance Committee amendment 
will also provide rebate checks for a 
quarter of a million disabled veterans 
who receive at least $3,000 in non-
taxable disability income. The Finance 
Committee amendment would make 
them eligible to receive the same re-
bate checks as wage earners and Social 
Security recipients. It is not right to 
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